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Executive Summary

Overview
This report covers findings from primary research conducted by the IT Policy Compliance Group (ITPCG) about using Smartphones and Tablet computers in the workplace. The report provides a birds-eye view into what other organizations are doing about using Smartphones and Tablet computers in the workplace, along with business benefits being achieved, risks being experienced, and what the organizations are doing differently. The guidance and recommendations contained in this report are based on the actions and practices being implemented by the organizations achieving the best-in-class results.

The Benefits and Risks of Mobile Computing

The business benefits of using Smartphones and Tablet computers to access information and applications include: higher levels of revenue and profitability, improved access to business information and improved to business applications from any location.

The business risks of using these devices include: higher levels of loss or theft of sensitive information; unauthorized access to information and applications; and the loss of governance or control over sensitive business information, applications, risks and audits.

Applications driving the use of mobile devices
- Email and collaborative applications
- Office productivity applications
- Sales force automation applications

Guidance and Recommendations

Primary action to limit business risks
- Use of Smartphones in the workplace is limited to specifically authorized employees

Policies and practices to implement
- IT manages all Smartphones and Tablet computers
- Authorized employees use their own Smartphones
- Tablet computers to are furnished to employees

Profile of Best-in-Class Organizations

More business benefits
- Highest revenue and profit levels compared to peers
- More immediate access to relevant business information and applications

Fewer business risks
- Lowest loss or theft rates involving sensitive information
- Lowest level of business disruptions than peers

What's different about best performers
- More employees using Smartphones and Tablet computers
- IT manages Smartphones and Tablet computers
- Employees use their own Smartphones
- Tablet computers are furnished to employees
- More practices to manage risk
- More controls to manage risk
- More frequent training and assessments
- More frequent reporting
- Higher spend on information security
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**Considerations to evaluate**

- Requirements of your information security audits
- Due-care and due-diligence requirements imposed by legal and regulatory requirements
- Cross-border data privacy and ownership issues that impact data ownership, legal and regulatory mandates

**Practices defining better and best outcomes**

- Limit access to sensitive information and applications for authorized mobile devices and employees
- Geo-track devices, especially Smartphones
- Prohibit the use of custom ROMs and unauthorized App -markets or -sites
- Deliver security awareness training and measure its effectiveness with employees
- Regularly scan mobile devices with anti-virus and anti-malware
- Protect and backup information on the devices
- Wipe and lock stolen and lost devices as soon as being notified by employees
- Investigate the availability of patching for company-owned devices
- Use frequent controls and configuration testing to reduce gaps and limit risks
- Consider vendor, carrier, and manufacturer histories of support or updates for non-company owned devices
- Increase spend on information security beyond your peers

**Organization of the Report**

There are four sections to this report, as follows:

**Executive Summary:**
Key findings and recommendations from the research

**Detailed Benchmark Findings:**
Detailed findings from the research

**Appendix and Additional Resources:**
Additional research findings, sources of information, organizations, publications and topical resources

**Research Background:**
Scope, coverage, sample sizes and demographics of the research findings contained in this report
Detailed Benchmark Findings

Background and Introduction
The most recent research conducted by the IT Policy Compliance Group (ITPCG) focuses on Mobile computing, specifically on the benefits, risks, challenges, policies, practices, challenges and actions being taken by organizations and employees using Smartphones and Tablet computers in the workplace to accomplish their jobs.

As with other research conducted by ITPCG, some of the outcomes measured include: revenue and profit; business downtime related to IT failures and disruptions; audit deficiencies found in IT; and the loss or theft of sensitive information. Findings contained in this report include results from primary quantitative and qualitative research conducted by the Group. In addition, additional resources are listed after the Appendix for those seeking additional topical information.

As we found from large on-site polling events during 2011, the use of Smartphones to access information and applications in the workplace is a contentious and visceral hot-topic for Information Technology (IT), risk, audit, and legal managers who are responsible for helping their organizations succeed while also ensuring adequate protections and controls are in place to safeguard the interests of the organization.

The ITPCG hopes the findings from this research contribute some clarity toward successful strategies and practices to more effectively manage the benefits and risks of Mobile computing — going forward.

Use of Smartphones and Tablet Computers in the Workplace
The use of Smartphones by organizations to access information and applications in the workplace is stunningly high: 8-in-10 (79 percent) of all organizations currently use Smartphones for this purpose. However, the high rate of Smartphone use is not matched by Tablet computers, where the use of these devices to access information and applications is currently less than 4-in-10 (35 percent) organizations (Figure 1).

In addition, non-scientific sampling conducted at large on-site events yielded consistent ranges, from 7-in-10 to as many of 9-in-10 organizations currently using Smartphones to access information and applications, while the rates for Tablet computers were found to be between 2-in-10 and 5-in-10 organizations.

Figure 1: Use of smartphones and tablet computers

Almost everyone we interviewed said that mobile phones — especially Smartphones — have been used in their business for years, with many citing the use of RIM-based Blackberry devices having the longest tenure.
In general the security and management tools for the Blackberry phones are well liked by IT, internal audit, and legal counsel and risk managers. But the phones are apparently showing their age. Many cited the recent availability of Apple’s iPhone and Google’s Android Smartphones as driving-factors behind an increase in use of non-Blackberry Smartphones by employees during the past two years, even in organizations not supporting these devices.

The use of Tablet computers appears to be rather recent: as old as one-to-two years according to many interviewed. While some people cited using smaller-form notebook computers more than five years ago, it is the Apple iPad that struck the nerve of most in one-on-one discussions and focus groups.

Interestingly, the research reveals the rate of growth between Smartphones and Tablet computers is expected to be different during the next two years. Smartphones are expected to stabilize at about 8-in-10 organizations through 2013, while Tablet computers are expected to climb by almost 15 percent to nearly one-in-two organizations by 2013.

Use of Mobile Devices by Size and Outcome of Organizations

The use of mobile devices by organizations varies by size, with less use more common by smaller organizations and more use of these devices among larger organizations.

Use of mobile devices by size
The level of Smartphone use among small organizations — at 63 percent — is much lower than the industry-average of 79 percent of organizations. Similarly, the level of use of Tablet computers among small organizations — at 16 percent — is much smaller than the industry-average of 35 percent of organizations.

Among midsize organizations the use Smartphones and Tablet computers is close to approximating the average use levels, with 82 percent of midsize organizations using Smartphones and 42 percent of midsize organizations using Tablet computers.

Large organizations are more likely to be using Smartphones and Tablet computers. Ninety-two percent of large organizations are using Smartphones to access information and applications. This is accompanied by almost half (49 percent) of these organizations already using Tablet computers (Figure 2).

Use of mobile devices by outcomes
The use of mobile devices — Smartphones and Tablet computers — by outcomes is similar to use by size. Organizations experiencing worse and worst outcomes are less likely to be using Smartphones and Tablet computers, while those with better and best outcomes are more likely to be using mobile devices to access information and applications.

The outcomes being experienced by organizations measure a range of metrics, including profitability, revenue, business downtime, audit deficiencies and loss of sensitive information among other factors.
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Benchmarked Outcomes
Almost 2-in-10 organizations (18 percent) experience the worst outcomes. These organizations are experiencing the largest declines in revenue and profit, the most business downtime due to IT failures and problems, the highest level of audit deficiencies to correct in IT, and the highest rates of loss or theft of sensitive information.

Seven-in-ten organizations (70 percent) are operating with average outcomes, involving changes in revenue and profit that range from negative to positive, with higher levels of business downtime, more deficiencies to correct, and more events involving the loss or theft of sensitive information occurring during the past year.

About 1-in-10 organizations (12 percent) experience the best outcomes: this includes the highest increases in revenue and profit during the past year, the lowest levels of business downtime due to failures or problems in IT, the fewest deficiencies to correct in IT to pass audits, and the fewest events involving the theft or loss of sensitive information (Figure 3).

**Figure 3: Benchmarked outcomes**

Source: IT Policy Compliance Group, 2011

Size, outcomes and mobile device use
An inspection of the extreme outcomes (worst and best) indicates a direct relationship between size, outcomes and device use, with more small businesses experiencing worst outcomes and lower rates of mobile device usage, and much larger organizations experiencing better outcomes and higher rates of mobile device use.

**Small businesses: 63 percent use Smartphones, 16 percent use Tablet computers**
The results for small firms: 29 percent experience the worst outcomes (60 percent higher than all organizations), 59 percent experience average outcomes (16 percent lower than all organizations), and 12 percent experience the best outcomes (the same as all organizations). There is unfortunately a higher tendency among 3-in-10 small organizations to be experiencing the worst outcomes.

**Midsize organizations: 82 percent use Smartphones, 42 percent use Tablet computers**
The results for midsize firms: 18 percent experience the worst outcomes (the same as all organizations), 77 percent experience average outcomes (10 percent higher than all organizations), and five percent experience the best outcomes (58 percent lower than all organizations). Although not overweight on the negative or positive side of the outcome ledger, there is a decided tendency toward slightly worse outcomes among midsize organization.

**Midsize organizations: 92 percent use Smartphones, 49 percent use Tablet computers**
The results for large organizations: five percent experience the worst outcomes (73 percent lower than all organizations), 76 percent experience average outcomes (nine percent higher than all organizations), and 19 percent experience the best outcomes (58 percent higher than all organizations). The much lower incident rate of worse outcomes and higher rate of better outcomes reveals a tendency toward slightly better outcomes among large organizations.

What is intriguing about the use of mobile devices, size and outcomes is the range of actions taken, practices implemented and controls used to manage risk by size and outcome. In general, the larger the organization the more likely it is to be implementing more of the actions, practices and controls of organizations achieving the best outcomes. In the interest of providing clarity around what is working to deliver better results from the use Mobile computing in the workplace, most of the findings in this report will focus on what’s different by outcomes.
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Business Benefits of Smartphones and Tablet Computers

The biggest benefits of using Smartphones and Tablet computers include being able to access business information from any location, improved communications, access to business applications, and access to suppliers and partners from anywhere (Table 1).

Table 1: Business benefits of smartphones and tablets

<table>
<thead>
<tr>
<th>Largest Benefits</th>
</tr>
</thead>
<tbody>
<tr>
<td>Improvements in access to business information from any location</td>
</tr>
<tr>
<td>Improvements in communications from any location</td>
</tr>
<tr>
<td>Access to business applications from any location</td>
</tr>
<tr>
<td>Access to suppliers/partners from any location</td>
</tr>
</tbody>
</table>

Source: IT Policy Compliance Group, 2011

Although not among the majority, other benefits cited by best performers include the ability to improve customer sales and service from any location, and the ability to reduce capital expenses. The least likely benefits of using Smartphones and Tablet computers include: the ability to reduce operating expenses, and increases in flexibility, adaptability and flexibility (Figure 4).

Figure 4: Business benefits of smartphones and tablet computers

Primary benefits of using Smartphones and Tablet computers to access information and applications

The biggest benefits: access to information, communications, access to business applications, access to suppliers and partners.

A lopsided result for agility, flexibility and adaptability occurs between outcomes experienced and the ranking of this benefit. A larger number of average performing organizations find agility, flexibility and adaptability to be more beneficial than best performers. The other significant variation occurs where reductions to operating expenses are rated less beneficial among worst and best performing organizations and more beneficial by a majority of average performing firms.

Smaller organizations, less likely to be using Smartphones and Tablet computers, are more likely to be among those experiencing the least benefits. In comparison, midsize organizations, whose rate of use of mobile devices is lower than large organizations, claim far higher benefits than larger competitors with far more use and experience. Interestingly, one of the benefits claimed by midsize organizations is out of proportion to the experience of others: increases in agility, flexibility and adaptability.
Although improved access to information is listed as a primary benefit, in most cases information is only available after applications provide access to underlying information. For this reason, the research delves into the relationship between applications being used with Smartphones and Tablet computers.

Applications Driving the Use of Mobile Devices
The applications currently driving the use of Smartphones and Tablet computers include Email and mobile collaboration, office productivity and sales force automation applications (Table 2).

Table 2: Applications driving the use of mobile devices

<table>
<thead>
<tr>
<th>Most important applications</th>
</tr>
</thead>
<tbody>
<tr>
<td>Email and mobile collaboration applications</td>
</tr>
<tr>
<td>Office productivity applications</td>
</tr>
<tr>
<td>Sales force automation applications</td>
</tr>
</tbody>
</table>

Source: IT Policy Compliance Group, 2011

Other applications cited as benefits but not by majorities of the best performers include voice and text communications, financial applications, customer sales and service, as well as video- and audio- conferencing communications. The least likely applications being used with Mobile devices include those for social media interactions, and business continuity and disaster recovery (Figure 5).

Figure 5: Applications driving the use of mobile devices

Applications being used with Mobile devices

The applications driving the use of mobile devices: email, collaboration, office productivity and sales force automation.

Lopsided result occurs for voice and text communication applications: the best and worst performing organizations value voice and text communications more highly, while fewer average performers value these as highly.

In addition, more average performing organizations rate the use of social media applications more highly than do worst and best performing organizations.

With the exception of voice and text communications, smaller organizations are less likely to be using Smartphones and Tablet computers for a wider variety of applications to access information. Given the more common use of mobile devices among those with better outcomes, one expects to see more value being ascribed to more applications providing access to more critical business information: among large and best performing organizations.
Although the benefits of Smartphones and Tablet computers are helping best performers — and proportionately more large organizations — to post higher revenue and profit levels due to immediate access to information and sharing of information with others; these benefits come with business risks: most notably the loss or theft of sensitive information, unauthorized access to sensitive business information, and a loss of control or a loss of governance.

### Business Risks of Smartphones and Tablet Computers
The primary business risks related to the use of Smartphones and Tablet computers include: the loss or theft of sensitive information; and unauthorized access to sensitive business information or applications; and a loss of control over data, applications, risks and audits (Table 3).

**Table 3: Business risks of smartphones and tablet computers**

<table>
<thead>
<tr>
<th>Largest business risks</th>
</tr>
</thead>
<tbody>
<tr>
<td>Loss or theft of sensitive information</td>
</tr>
<tr>
<td>Unauthorized access to sensitive information or applications</td>
</tr>
<tr>
<td>Loss of governance – or control – over data, applications, risks and audits</td>
</tr>
</tbody>
</table>

*Source: IT Policy Compliance Group, 2011*

The other major business risk cited by a majority of those experiencing the best outcomes includes the loss or theft of the devices themselves, and the unintentional disclosure of sensitive information that occurs through these devices (Figure 6).

**Figure 6: Business risks of smartphones and tablet computers**

Primary business risks related to use of Smartphones or Tablet computers by employees to access information and applications. The outcomes experienced include: Worst, Average, and Best.

The business risks: loss or theft of sensitive information, unauthorized access, loss of control over data, applications, risks and audits.

The lowest business risks are found to be customer defections due to misuse or failure of the devices, followed by geo-tracking of employees or customers. Although the numbers rank geo-tracking of employees as a low business risk, one-on-one interviews conducted with several senior managers reveal geo-tracking to be a growing risk, especially for high-ranking executives, and in cases where teams of people from an organization are converging in one geographic area.

Lopsided results for loss of devices and fraud are considered lower risks among average performing organizations but more risk among the best and worst performing organizations. Interviews revealed that most organizations consider Smartphones to be disposable, as long as the information on these devices is protected from use or reuse.
Larger organizations tend to focus more on the impacts the devices have on customer loyalty, repeat business, revenue and profitability. These are larger concerns in banking, retail, and transportation industries where entirely new mobile device Apps is being used by customers of firms in these industries.

In addition to the business risks, the research findings reveal very significant differences in policies and practices being implemented by organizations, covering a range of activities, including: who owns mobile devices, whether employees are encouraged or allowed to use their own devices, and whether IT manages Smartphones and Tablet computers.

**Policies and Practices Governing Mobile Device Use in the Workplace**

The dominant policies and practices governing the use of mobile devices differ considerably, with those experiencing best and average outcomes exhibiting more similar policies and practices. Among the best and average performers, IT is in charge of managing all devices, employee owned or not (Table 4).

<table>
<thead>
<tr>
<th>Outcomes</th>
<th>Smartphones</th>
<th>Tablet computers</th>
</tr>
</thead>
<tbody>
<tr>
<td>Worst</td>
<td>Use of mobile devices is unknown</td>
<td>Employees use their own devices</td>
</tr>
<tr>
<td>Average</td>
<td>IT manages employee-owned devices</td>
<td>IT manages company-issued devices</td>
</tr>
<tr>
<td>Best</td>
<td>IT manages employee-owned devices</td>
<td>IT manages company-issued devices</td>
</tr>
</tbody>
</table>

Table 4: Policies and practices

Source: IT Policy Compliance Group, 2011

Among the worst performers, the dominant culture is one where the use of mobile devices is largely unknown, unregistered or unreported, and employees are allowed to use their own devices.

Among average and best performers, the dominant policies and practices are very different: IT manages the devices while employees are allowed to use their own Smartphones employees must use company-supplied Tablet computers (Figure 7).

Figure 7: Policies and practices

Source: IT Policy Compliance Group, 2011

Where IT is involved in managing Smartphones and Tablet computers: better and best outcomes are more predominant, whereas when IT is not managing mobile devices, the predominant outcomes are worse and worst.

Of the almost 4-in-10 organizations where employees use Tablet computers to access information and applications at work, about one-third (33 percent) furnish and provision Tablet computers for employees, slightly less than 40 percent allow employees to bring and use their own Smartphones to work, and another 30 percent simply do not know how many Tablet computers are being used by employees.

Worse results occur among organizations that do not know how many Smartphones are being used. In addition, several operational challenges are found to be directly related to more — or less — business risk related to the use of these Mobile devices.
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Operational Challenges Contributing to Business Risks
The primary operational challenges contributing to increased business risk from the use of Smartphones and Tablet computers include: a) malicious software that can shut down or take-over mobile devices, b) ineffective vulnerability, configuration and penetration testing for mobile devices, c) an inability to detect or prevent rogue applications from operating on mobile devices, and d) an inability to wipe-clean, or lock, stolen devices (Table 5).

Table 5: Operational challenges

<table>
<thead>
<tr>
<th>Outcomes</th>
<th>Primary operational challenges</th>
</tr>
</thead>
<tbody>
<tr>
<td>Worst</td>
<td>Inability to wipe or lock stolen devices</td>
</tr>
<tr>
<td>Average</td>
<td>Malicious software</td>
</tr>
<tr>
<td></td>
<td>Vulnerability, configuration, penetration testing</td>
</tr>
<tr>
<td></td>
<td>Rogue applications</td>
</tr>
<tr>
<td>Best</td>
<td>Malicious software</td>
</tr>
<tr>
<td></td>
<td>Vulnerability, configuration, penetration testing</td>
</tr>
<tr>
<td></td>
<td>Rogue applications</td>
</tr>
<tr>
<td></td>
<td>Inability to wipe or lock stolen devices</td>
</tr>
</tbody>
</table>

Source: IT Policy Compliance Group, 2011

Malicious software is ranked by 8-in-10 organizations as the factor most contributing to business risk. After this, ineffective practices for managing vulnerabilities, configurations and penetration tests, and an inability to detect or prevent rogue applications are rated most highly as contributing to increased business risk from the use of mobile devices (Figure 8).

Figure 8: Operational challenges
Operational challenges contributing to business risks from use of Smartphones and Tablet Computers

Detecting mobile devices and wiping data or locking stolen devices are ranked very highly by worst and best performing organizations, and ranked much less highly as an operational challenge resulting in elevated business risks among average performing organizations.

The lopsided difference is especially evident for the inability to wipe sensitive information or lock lost or stolen devices: this is a challenge for 25 percent of the worst of the average performers, whereas it a challenge leading to increased business risk by 50 percent of the best performers and nearly 60 percent of the worst performers.
In addition to operational challenges contributing to elevated business risks, the benchmarks also identify legal and regulatory challenges that are contributing to increased business risk. Often called a binary problem — you adhere to and report on a specific regulation or not — the findings reveal the challenges are larger than concerns about failing to comply with a single regulatory mandate or legal ruling.

**Legal and Regulatory Challenges Contributing to Business Risks**

The legal and regulatory challenges contributing to business risks from the use of Smartphones and Tablet computers include: a) an inability to conduct information security audits, and b) exposure to civil or criminal action due to inadequate due-care findings (Table 6).

**Table 6: Legal and regulatory challenges**

<table>
<thead>
<tr>
<th>Outcomes</th>
<th>Primary operational challenges</th>
</tr>
</thead>
<tbody>
<tr>
<td>Worst</td>
<td>Inability to comply with cross-border data privacy mandates</td>
</tr>
<tr>
<td>Average</td>
<td>Inability to conduct information security audits</td>
</tr>
<tr>
<td></td>
<td>Exposure to civil/criminal actions due to inadequate due-care</td>
</tr>
<tr>
<td>Best</td>
<td>Inability to conduct information security audits</td>
</tr>
<tr>
<td></td>
<td>Exposure to civil/criminal actions due to inadequate due-care</td>
</tr>
<tr>
<td></td>
<td>Inability to comply with cross-border data privacy mandates</td>
</tr>
<tr>
<td></td>
<td>Loss of ownership of data due to differences in jurisdictions</td>
</tr>
</tbody>
</table>

*Source: IT Policy Compliance Group, 2011*

After these two, the primary challenges include an inability to comply with cross-border data privacy regulations or law, loss of ownership of data due to differences in legal jurisdictions, and an inability to deliver forensics information for investigations (Figure 9).

**Figure 9: Legal and regulatory challenges**

Legal and regulatory challenges: information security audits, inadequate due-care, cross-border data privacy, loss of ownership over data.

Complying with cross-border data privacy regulations are challenges for worst and best performers, but less of a challenge among average performing companies.
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Organizations do not willingly engage in behavior whose risks are large enough to outweigh benefits. Not as stark as a “flight or fight” reaction, the primary action being taken to manage the risks of using Smartphones and Tablet computers reveal much about the outcomes organizations are experiencing.

**Action Taken to Manage the Risks**

The primary action taken to manage the risks of using mobile devices is to simply limit the number of employees who can use the devices — Smartphones and Tablet computers — to access applications and information in the workplace. This action is shared by those with the best and average outcomes, about 8-in-10 organizations. However, the primary action being taken by the worst performers is to ignore or discount the risk posed to the business from the use of these mobile devices (Table 7).

**Table 7: Actions taken to manage the risks**

<table>
<thead>
<tr>
<th>Outcome</th>
<th>Primary action taken to manage the risks</th>
</tr>
</thead>
<tbody>
<tr>
<td>Worst</td>
<td>Ignore or discount business risks associated with use of mobile devices</td>
</tr>
<tr>
<td>Average</td>
<td>Limit the use of mobile devices to specific employees</td>
</tr>
<tr>
<td>Best</td>
<td>Limit the use of mobile devices to specific employees</td>
</tr>
</tbody>
</table>

*Source: IT Policy Compliance Group, 2011*

In contrast, the worst performers are not purposely limiting the use of mobile devices to specific employees, rather these firms are ignoring or discounting the business risks, or are trying to cover the business risks with existing or new insurance contracts.

Fewer average, better or best performing organizations are limiting the use of these devices and are ignoring or discounting the business risks involved (Figure 10).

**Figure 10: Actions taken to manage the risks**

Limiting the use of mobile devices is a double-edged sword because the benefits tangible benefits include increases in revenue and profitability. Although not tracked in these studies, research from complementary longitudinal and non-longitudinal studies indicate that customer satisfaction and retention rates are also higher among the best performers. The core issue for most organizations is the tradeoff between benefits and risks. The obvious issue for most organizations is finding an optimal balance or tradeoff between risks and benefits.
Limiting the Number of Employees Who Use Mobile Devices

Despite the benefits of using mobile devices, the business risks are purposely keeping low the number of employees using these mobile devices in the workplace. The number of employees using Smartphones to access information and applications is a rather low 3-in-10 people (33 percent) despite the high 8-in-10 (79 percent) number of organizations using these devices. Similarly, the average number of employees using Tablet computers to access information and applications is just 1-in-5 people (22 percent) among the 35 percent of organizations using these devices (Figure 11).

Figure 11: Use of mobile devices by employees

The use of mobile Smartphones is being artificially limited by organizations due to the risks involved. Whether it is the simple visual depiction contained in Figure 11, or the ratio of employees to organizations using the devices, or the range of employees using the devices, it is clear that it is the use of Smartphones by employees to access information and applications that are being artificially restricted (Table 8).

Table 8: Use of mobile devices by employees

<table>
<thead>
<tr>
<th></th>
<th>Employee use for 65% of organizations</th>
<th>Employee use for 95% of organizations</th>
<th>Ratio of employee use to organization use</th>
</tr>
</thead>
<tbody>
<tr>
<td>Smartphones</td>
<td>31% to 36%</td>
<td>29% to 38%</td>
<td>42%</td>
</tr>
<tr>
<td>Tablet computers</td>
<td>18% to 27%</td>
<td>14% to 31%</td>
<td>63%</td>
</tr>
</tbody>
</table>

Thus, the calculus of determining who uses, and who does not use Smartphones to access information and applications at an organization, is as much a determination of business need and value, as much as it is an evaluation of business risk. As part of the research, the Group delved into additional practices organizations implement to see if there are other factors responsible for better — or worse — outcomes associated with the use of Mobile devices.
**Practices that Determine Outcomes**

The primary practices being implemented to manage business risks for the employees who are using Smartphones and Tablet computers, include: limiting access to sensitive information or applications, geo-tracking and locating lost or stolen devices, protecting and backing-up information from mobile devices, wiping sensitive information from stolen or lost mobile devices, preventing/recording unauthorized logins from mobile devices, delivering security-awareness training to employees who use mobile devices, and prohibiting access to Apps-markets, Apps-sites and custom ROMs on mobile devices (Table 9).

**Table 9: Practices implemented to manage the risks**

<table>
<thead>
<tr>
<th>Priority</th>
<th>Practices determining outcomes</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Limit access to sensitive information and applications</td>
</tr>
<tr>
<td>2</td>
<td>Geo-track devices to aid in recovery or destruction of information</td>
</tr>
<tr>
<td>3</td>
<td>Protect and backup information from devices</td>
</tr>
<tr>
<td>4</td>
<td>Wipe stolen or lost devices of information and credentials</td>
</tr>
<tr>
<td>5</td>
<td>Prevent and record unauthorized logon attempts</td>
</tr>
<tr>
<td>6</td>
<td>Deliver and measure policy and security awareness training for users</td>
</tr>
<tr>
<td>7</td>
<td>Prohibit custom ROMs for rooted devices and access to App-markets</td>
</tr>
</tbody>
</table>

Source: IT Policy Compliance Group, 2011

As the research uncovered, the range of practices implemented to manage business risks are directly related to outcomes. Far more of the best performing organizations have more employees using these devices, are spending more on information security, and are more likely to be implementing most of these practices. The reverse was also found to be true: the worst performers are simply not implementing the practices or are implementing a few rather than all (Figure 12).

**Figure 12: Practices implemented to manage the risks**

Practices that determine outcomes: limit access, geo-track devices, protect and backup data, wipe devices that are lost or stolen, prevent unauthorized logons, deliver training, no ROMs or App-markets.
Controls Used to Manage Risks

Controls are used in business to assist with the execution of business strategy, to manage business outcomes and to manage risk. In the case of managing risks related to the use of mobile devices to access information and applications, the controls employed by the best performers include: using antivirus and/or anti-malware scans of the devices, encrypting sensitive information on the devices, preventing unauthorized people and devices from accessing sensitive information and applications, patching mobile device systems-level software where possible, and testing configurations of the devices (Table 10).

Table 10: Controls used to manage risks

<table>
<thead>
<tr>
<th>Priority</th>
<th>Controls used to manage the risks</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Use anti-virus and anti-malware</td>
</tr>
<tr>
<td>2</td>
<td>Protect sensitive information on devices with encryption</td>
</tr>
<tr>
<td>3</td>
<td>Prevent unauthorized devices and people from accessing information/applications</td>
</tr>
<tr>
<td>4</td>
<td>Patch systems software on devices, where possible</td>
</tr>
<tr>
<td>5</td>
<td>Test configurations and settings on devices</td>
</tr>
</tbody>
</table>

Source: IT Policy Compliance Group, 2011

Of the controls tested by the research, the one implemented by a clear majority of the best performers is the use of anti-virus and/or anti-malware scans. The least commonly implemented control among these best performers is the use of virtual private networking (VPN), although interviews revealed many respondents were using some form of VPN with Smartphones in the workplace.

In contrast, several controls are either not implemented or are less likely implemented by the worst performers. These include the scanning of ROMs on mobile devices, scanning of vulnerabilities on mobile devices, conducting penetration tests on mobile devices, patching systems-level software where possible, and using virtual private networking (Figure 13).

Figure 13: Controls used to manage risks

Controls being used to manage business risks related to the use of mobile devices:

- Antivirus and anti-malware scans of mobile devices
- Sensitive data on mobile devices is encrypted
- Unauthorized devices and people are prevented from accessing sensitive information or applications
- Systems software or applications are patched where possible
- Configuration controls testing of mobile devices is conducted
- Vulnerability scans or penetration tests of mobile devices is conducted
- ROMs on mobile devices are routinely scanned
- Virtual private networking is used

Outcomes experienced:
- Worst
- Average
- Best

Controls to use: anti-virus/anti-malware, encryption, checks and limits on unauthorized devices/people, patches, and configuration testing.

Source: IT Policy Compliance Group, 2011
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Interestingly, the biggest complaint the Group found in the interviews was due to “the lack of patches to update the Android operating system.” For this reason alone, we found that many organizations had developed a “no Android” policy or told its users that Android phones could no longer be used. Another practice found to significantly impact outcomes is how frequently organizations conduct assessments.

**Consistency of Assessments and Reporting**

The rate at which controls to manage risks are monitored, assessed, and reported on is directly related to outcomes. For example, the findings reveal significant differences from annual to monthly rates with those conducting less frequent assessments being among the majority of the worst performers, and those with the most frequent assessments being among the best performers (Table 11).

**Table 11: Rate of assessment and reporting**

<table>
<thead>
<tr>
<th>Outcome</th>
<th>Average rate of assessment and reporting</th>
</tr>
</thead>
<tbody>
<tr>
<td>Worst</td>
<td>Once every twelve months</td>
</tr>
<tr>
<td>Average</td>
<td>Once every four-to-five months</td>
</tr>
<tr>
<td>Best</td>
<td>Once every month or less</td>
</tr>
</tbody>
</table>

*Source: IT Policy Compliance Group, 2011*

Mirroring findings in related research, the rate at which controls are monitored, assessed, and compared against a range of conditions, including policies, prioritized risks, threats, gold-standards, regulatory requirements, and internal configuration baselines among others, defines:

1) When organizations find gaps in controls and procedures  
2) Whether risks are larger than expected  
3) Whether organizations are able to take appropriate action  
4) Whether organizations are able to reduce business risks

When looked at from the perspective of size, the research reveals many organizations may not have the tools to automate such assessments or are simply choosing to conduct annual audit review assessments rather than ongoing business risk assessments (Figure 14).

**Figure 14: Rate of assessment and reporting**

Frequency with which the controls for Smartphone and Tablet computer use are tested and risks are reported on.

By size

<table>
<thead>
<tr>
<th></th>
<th>Small</th>
<th>Midsize</th>
<th>Large</th>
</tr>
</thead>
<tbody>
<tr>
<td>Worst</td>
<td>Once every 5.6 to 7.2 months</td>
<td>Once every 5.2 to 6.9 months</td>
<td>Once every 4.6 to 5.7 months</td>
</tr>
</tbody>
</table>

By outcome

<table>
<thead>
<tr>
<th></th>
<th>Worst</th>
<th>Average</th>
<th>Best</th>
</tr>
</thead>
<tbody>
<tr>
<td>Worst</td>
<td>Once every 8.1 to 17.1 months</td>
<td>Once every 3.7 to 7.5 months</td>
<td>Once every 0 to 1.7 months</td>
</tr>
</tbody>
</table>

The best performers consistently assess and report on controls and risks more frequently.

*Source: IT Policy Compliance Group, 2011*
In addition to the rate of assessment and reporting, another defining practice responsible for outcomes is found to be spending on information security by organizations.

**Spend on Information Security and Outcomes**

Worst performers are spending 60 percent less than average, while the best performers are spending 60 percent more than average performers (Table 12).

**Table 12: Spend on information security**

<table>
<thead>
<tr>
<th>Outcome</th>
<th>Relative spend on information security compared with average performers</th>
</tr>
</thead>
<tbody>
<tr>
<td>Worst</td>
<td>0.4</td>
</tr>
<tr>
<td>Average</td>
<td>1.0</td>
</tr>
<tr>
<td>Best</td>
<td>1.6</td>
</tr>
</tbody>
</table>

*Source: IT Policy Compliance Group, 2011*

In addition to the relative difference in spend on information security; there are large differences in the percentage of the IT budget spent on information security. While the range of spend among the worst is from zero to slightly more than 5% of the IT budget, the average spent by the worst is less than three percent. In contrast, average performers spend 7.5 percent, and best performers are spending 12 percent on average (Figure 15).

**Figure 15: Spend on information security**

*Source: IT Policy Compliance Group, 2011*

The amount spent is more revealing when considering the actual IT budgets. IT budgets among worst performers is just 30 percent of what average performers spend on IT, while the amount spent on IT by the best performers is more than 30 percent higher than the average performers.

Thus, smaller percentages of much smaller annual IT budgets are characteristic of spending on information security by the worst performers, while larger percentages of much larger annual IT budgets are characteristic of spending on information security by the best performers.

Spending on information security among some of the worst performers actually bottomed-out during the latter half of 2011. When combined with no controls on mobile devices and a culture that is ignoring or discounting the business risks related to the use of Mobile devices, it is possible that 2012 could be a year with some negative brand-wrecking events for some of these organizations. The best performers will be happy to have positioned themselves differently.
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Back to the Future
Is the adoption of Mobile computing a repeat of what occurred in the 1980s? Back then it was connecting PCs via local networks to provide office workers with access to information that could be analyzed and acted on in local work groups. Today it is about wirelessly interconnecting Mobile devices enabling anyone to share and act on information from any location. If today is any indication of what happened in the 1980s, then the use of these new powerful pocket-sized, but supercharged, Mobile devices is likely to change to shape of computing as we know it today.

The use of Smartphones by 8-in-10 organizations could likely grow. And, the use of these devices by employees, artificially restricted to 33 percent for now, will likely grow as management systems and security controls become more standardized.

But, we are in a high-growth expansionary phase where Phone manufacturers and carriers are incented to cannibalize products they shipped just last year or as recently as last month: leaving consumers, employees, and organizations with devices that are out of date and may never be updated with systems-level software that would otherwise cure security vulnerabilities.

Unfortunately there is no standard Android phone, unless you purchase a Google Nexus phone which will be updated by Google directly. But the majority of Android phones purchased by consumers and employees are not stock Google Android phones. Instead the vast majority of Android phones are overlaid by supplier goo-gads, carrier changes, along with unexpected and unwanted — Carrier IQ — additions. The carriers and phone manufacturers are incented by the sale of new hardware bling and new service contracts.

Encouraged by Google and the profit margins from the latest hardware bling and service contracts, the carriers and phone manufacturers continue to develop their own versions of Android. What the carriers and phone manufacturers are not incented to do, is to deploy software updates to the Android operating system to their customers, and so they don’t. Instead, they find it less expensive to lure their customers into an upgrade to a new device on contract, two years later.

Eventually these problems, and others may resolve themselves, but it could be another few years — or more — of frustration before anything resembling stability in the Android operating system is common, and enterprise-ready management tools and security controls are available for these new wonders of the information age.

In the meantime, there are much more stable — and routinely updated — operating systems shipping with Smartphones from Apple’s iOS, RIM’s Blackberry and Windows phone. None of these suffer the same problems afflicting Android phones.

Whatever you do, remember the lessons about what worked — and what didn’t — with earlier generational-changes, such as the advent of PCs, or the dawn of Internet-computing. This longer-term perspective and the lessons will come in handy in formulating strategy and tactics as the use of Mobile computing expands in your workplace.

Summary Observations
Based on the outcomes being achieved by the best performing organizations;

The business benefits of using Smartphones and Tablet computers include:

- Improved access to business information from any location
- Improved customer retention and satisfaction levels
- Higher levels of revenue and profitability when compared with peers

The business risks of using mobile computing devices include:

- Loss or theft of sensitive information
- Unauthorized access to information and applications
- Loss of governance or control over sensitive business information, business applications, business risks and audits
The primary information and applications currently being used with mobile devices include:

- Email and collaborative applications
- Office productivity applications
- Sales force automation applications

The primary actions to take to limit business risks include:

- Limit the use of Smartphones in the workplace to specifically approved employees
- Fewer than 50 percent of employees currently use Smartphone’s: among the best performers

Policies and practices to implement include:

- Have IT manage all Tablet computers and Smartphones
- Allow approved employees to use their own Smartphones
- Furnish Tablet computers to employees

Considerations to evaluate include:

- Mobile devices are another part of the requirements of your information security audits
- Compare your due-care requirements to defend against legal inquiry
- Identify your cross-border data privacy and ownership requirements

Practices to implement include:

- Limit the use of Smartphones to access information and applications to approved employees
- Limit access to sensitive information and applications for mobile devices
- Geo-track devices, especially Smartphones
- Prohibit the use of custom ROMs and unapproved App-markets/sites
- Deliver security awareness training and measure effectiveness with employees
- Scan mobile devices with anti-virus and anti-malware
- Protect and backup information on the devices
- Wipe and lock stolen and lost devices as soon as notified by employees
- Investigate the availability of patching as part of device evaluations
- Use frequent controls and configuration testing to reduce gaps and limit risks
- Increase spend on information security beyond your peers
Respondents were asked to identify changes that are most likely going to occur in organizational and employee uses of Smartphones and Tablet computers between 2011 and 2013. As projections, these forecasts of user and organizational expectations are reflections of current sentiment.

The use of Smartphones by organizations is expected to remain the same between 2011 and 2013, at 79 percent of all organizations. However, the use of Smartphones to access information and applications by employees is expected to increase from 33 percent to 39 percent (Table 13).

Table 13: Device use, 2011 to 2013

<table>
<thead>
<tr>
<th>Device being used</th>
<th>Use by organizations/employees</th>
<th>2011</th>
<th>2013</th>
<th>Change in use</th>
</tr>
</thead>
<tbody>
<tr>
<td>Smartphones</td>
<td>Organizational use</td>
<td>79%</td>
<td>79%</td>
<td>-0%</td>
</tr>
<tr>
<td></td>
<td>Employee use</td>
<td>33%</td>
<td>39%</td>
<td>6% increase</td>
</tr>
<tr>
<td>Tablet computers</td>
<td>Organizational use</td>
<td>35%</td>
<td>49%</td>
<td>14% increase</td>
</tr>
<tr>
<td></td>
<td>Employee use</td>
<td>22%</td>
<td>32%</td>
<td>10% increase</td>
</tr>
</tbody>
</table>

Source: IT Policy Compliance Group, 2011

Unlike Smartphones, the use of Tablet computers is expected to increase for organizations and employees, from an average rate of 35 percent to 49 percent for organizations, and from 22% to 32% for employees. The increases are larger than the sample error of seven percent.

After an increase in employees using both devices, what is rather intriguing is an expected downtrend in the use of Smartphones among organizations with the best outcomes. The decline in the use of Smartphones among best performers is expected to be from 85 percent to 73 percent — a decrease of 12 percent — from 2011 to 2013 (Figure 16).

Figure 16: Expected changes in device use

The explanation for the overall rate of decline of Smartphone use among best performing organization can be found from declines in the uses of iPhone and Windows Phone platforms and much more significant declines in the use of Android and Blackberry phones.

At the time the research was being carried out, RIM was suffering from blackouts in its services around the World, with rolling service-outages that occurred across multiple continents during a one-week period. The general consensus of many people we spoke with at the time was the service-outages “are the final event I need to make the switch when my subscription period is due.” On the other hand, others simply replaced their Blackberry devices that week and did not wait until their subscription was due for renewal.

Unlike the RIM Blackberry platforms, we found consistently strong disaffection with Android devices due to the inability to obtain updates for the Android operating system without having to root devices and hope for the best using custom ROMs.
These problems, left many saying things like, “I bought a pig in a poke: never again”. Others took matters into their own hands, rooted their phones and installed updated versions of Android over the Internet from a number of different development sites, none of which were blessed by carriers, phone manufacturers, or their IT staff.

IT managers the Group spoke with identified an utter lack of management tools for Android devices, too many versions of Android, and a complete lack of vulnerability testing for the devices. The inability to update and cure security-problems were just some of the problems identified by IT managers the Group spoke with. The upshot for many were two common reactions to the use of Android in the enterprise: 1) if it was already deployed, the common reaction was to pull back support for Android and convert to other supported Smartphones, and 2) if Android was not already deployed, wait for Android to become enterprise-ready (Table 14).

Table 14: Reaction to Android phones in the workplace

<table>
<thead>
<tr>
<th>Status of Android Smartphones</th>
<th>Reaction</th>
</tr>
</thead>
<tbody>
<tr>
<td>Already deployed</td>
<td>Pull-back and convert to other Smartphones</td>
</tr>
<tr>
<td>If not already deployed</td>
<td>Wait for Android to become enterprise-ready</td>
</tr>
</tbody>
</table>

Source: IT Policy Compliance Group, 2011

When it comes to Tablet computers, the sentiment about expected changes in use of different platforms reveals Android Tablet computers likely to see the biggest gains between now and 2013, followed by healthy gains in the use of other Tablet computers. The only sentiment indicating significant declines appear to be related to Android and Blackberry Smartphones (Figure 17).

Figure 17: Expected changes in platform use

The outlook of current sentiment regarding use of different platforms by 2013 clearly indicates the best performers are predisposed to ditch Android and Blackberry phones and significantly increase the use of iPad Tablet computers.

By contrast, the worst performers are predisposed to increase use of Smartphones and Tablet computers across the board and with the exception of Blackberry phones increase other mobile device platforms among average performers.
**Additional Resources**

Numerous sources of related information are available for those interested in pursuing more information on a wide range of topics related to Smartphones and Tablet computers. The following are but a small sample of related information, perspectives and insight. The authors of these articles have no relationship with the ITPCG.

**Android Security**

**Android Orphans: Visualizing a Sad History of Support**

**A Look into Mobile Device Security**

**Carrier IQ: what it is, what it isn’t, and what you need to do**

**CIS Apple iOS configuration benchmarks**

**Current Android Malware**
See [http://forensics.spreitzenbarth.de/?page_id=254](http://forensics.spreitzenbarth.de/?page_id=254)

**DISA STIGs for Smartphones - unclassified**

**iOS Hardening Configuration Guide, Department of Defence, Intelligence and Security, Australian Government**

**Mac OS X and iOS Security**

**Mobile Malware: Why Fraudsters are Two Steps Ahead**

**Rootkit called Carrier IQ discovered phoning home with user data**

**RIM launches Blackberry Fusion to Secure Android and Apple devices**

**Smartphone Security**

**The Spy Files Map**
See [http://wikileaks.org/The-Spyfiles-The-Map.html](http://wikileaks.org/The-Spyfiles-The-Map.html)

**Ten Steps to Secure Your Mobile Devices**

**Why Your Phone is Insecure by Design**
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