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The challenges of implementing an effective information security program are broad and diverse. To address these challenges the Information Systems Audit and Control Association (ISACA) sponsored an international focus group and survey, which resulted in this report, to identify the elements that impact information security program success.

The 10-person focus group consisted of information security management specialists from business, government and consulting, drawn from eight countries, including Canada, France, Germany, Israel, Italy, Japan, the United States and Venezuela. While this representation does not include all ISACA membership, it does draw upon diverse and incisive experience.

The responding survey group included 157 representatives from financial services, transportation, retail/wholesale, government (national, state and local), manufacturing, utilities, healthcare and consulting. The respondents’ geographical representation included Africa, the Americas, Asia, Europe and Oceania. Organization size was equally well represented within the survey group by respondent organizations ranging from “fewer than 50 employees” to “more than 50,000 employees.”

The process, in brief, included the development of a comprehensive critical elements list that was used by the focus and survey groups to select the top 10 elements critical for the success of information security programs. The results were compelling.

The focus group and the survey group independently identified senior management’s commitment to information security initiatives as the number one critical element impacting an information security program’s success. Both groups also consistently identified five additional critical elements in the top 10, including:

- Management’s understanding of information security issues
- Information security planning prior to the implementation of new technologies
- Integration between business and information security
- Alignment of information security with the organization’s objectives
- Executive and line management ownership and accountability for implementing, monitoring and reporting on information security

The remaining four critical elements making up the target top 10 of each group differed.
The subsequent sections of this report provide particulars associated with the identified critical elements in addition to solution considerations developed by the focus group. The critical elements have been divided into two categories: priority critical elements, which represent the six elements that were among the top 10 selected by both groups, and additional critical elements, which represent the remaining four elements that differed between the two groups. Each priority critical element is followed by three solution considerations for use by information security managers and business colleagues as thought-provoking ideas or action items.

The solution considerations identified for the six priority critical elements also help address a number of other critical elements, including all but one of the additional critical elements identified by the focus and survey groups. The additional critical elements identified by the groups are:

- Appropriate employee education and awareness on information asset protection
- Consistent enforcement of information security policies and standards
- Placement of information security within the organization hierarchy
- Budget for information security strategy and tactical plan
- Consistent board/executive management message with regard to information security priorities
- Focus on short-term goals resulting in long-term control weaknesses
- Ability to cost-justify information security
- Generally accepted information security best practices/metrics

In summary, the analysis clearly points to the need for executive and senior management and the information security manager to forge a relationship that enables a consistent message with regard to the priority the organization places on protecting valuable information and intellectual property assets. However, the analysis also points to the strong need for the message to be backed up with visible and consistent action. That action, say the results, is the establishment and consistent implementation of company policies and standards. Furthermore, the results indicate that without the highest level visibly monitoring the successful implementation of an information security strategy, inconsistent compliance will continue to erode progress and give false comfort regarding the asset protection. Day-to-day priority conflicts continue to affect the quality and consistency of information asset protection. To ensure that associated risks are taken seriously by every employee and agent of the organization, executive and senior management must become visibly interested in ensuring the information security program’s success within their organizations.
Project Goals

While many publications address technical risks and security concerns, few reports have identified, in a comprehensive manner, the wider aspect of success barriers that face information security managers and proposed potential solutions to those barriers. ISACA recognizes that the barriers that must be overcome by security managers and their business unit counterparts go beyond technical and regulatory compliance risks and include: organizational culture and relationships, budget, human resources, education and awareness, and outsourcing, to name a few. Through ISACA’s project sponsorship to facilitate the identification, analysis and this report, an important tool has been created to position for success the information security management programs and the organizations for which these programs are a part.

There are infinite analysis and focus opportunities concerning information security; therefore, the project goals were carefully outlined and include:

• Provide information security managers a peer perspective of critical elements to achieve a successful information security program implementation.
• Provide suggestions on solving, rather than simply stating, issues.
• Provide a report that can serve executive and senior management as well as information security managers.

Although the detailed results of this project are primarily intended for information security managers, the project objectives and results have been summarized in the Executive Summary to enable key information in this report to be shared with executive and senior management.
Introduction

This report reflects the experience and opinions of a diverse professional group regarding critical elements of information security program success. The participants included 10-person focus group and a 157-respondent survey group.

Both groups provided broad representation in terms of country, industry and size of organization. The focus group consisted of information security management specialists from business, government and consulting drawn from eight countries, including Canada, France, Germany, Israel, Italy, Japan, the United States and Venezuela. The survey group industry and country representation is depicted in figure 1.

Survey respondents were equally diverse in professional positions held, including C-level executives, senior management, information security managers, information security staff, research directors and consulting partners and staff.

<table>
<thead>
<tr>
<th>INDUSTRY REPRESENTATION</th>
<th>% TOTAL</th>
<th>COUNTRY REPRESENTATION</th>
<th>% TOTAL</th>
</tr>
</thead>
<tbody>
<tr>
<td>Financial Services</td>
<td>14.89%</td>
<td>Africa</td>
<td>1.42%</td>
</tr>
<tr>
<td>Transportation</td>
<td>2.13%</td>
<td>Asia</td>
<td>9.22%</td>
</tr>
<tr>
<td>Retail/Wholesale</td>
<td>0.71%</td>
<td>Europe</td>
<td>25.53%</td>
</tr>
<tr>
<td>Government</td>
<td>15.60%</td>
<td>North America</td>
<td>58.15%</td>
</tr>
<tr>
<td>Manufacturing</td>
<td>6.38%</td>
<td>South and Central America</td>
<td>3.55%</td>
</tr>
<tr>
<td>Utilities</td>
<td>4.26%</td>
<td>Oceania</td>
<td>2.13%</td>
</tr>
<tr>
<td>Healthcare/Medical</td>
<td>2.84%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Consulting</td>
<td>39.01%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Other Services</td>
<td>14.18%</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
The critical elements are presented in two distinct subsections of this report: priority critical elements and additional critical elements.

The initial list of more than 70 elements was developed through a two-day focus group facilitated session. From that list, 35 elements\(^1\) were selected to represent the population from which each individual in the focus group and survey group (the groups) would identify the top 10. This selection process resulted in two distinct subcategories, priority critical elements and additional critical elements, with the priority critical elements representing six elements that both groups identified within their top 10 selections. Additional critical elements represent the remaining four elements from each group that were voted in the top 10 but differed between the focus group and survey group.

A key goal and differentiator of this report is to offer potential solutions. To accomplish this goal, yet keep the report focused, the number of solution considerations has been limited to three for each of the priority elements. Solution details will vary from organization to organization as well as from country to country. While the solution considerations presented in this report may be pertinent to some organizations, for others they are provided as thought-provoking ideas.

It is important to note that each organization should frame the information presented in this report within the context of its unique information security program requirements. The priority critical elements are:

- Senior management commitment to information security initiatives
- Management understanding of information security issues
- Information security planning prior to implementation of new technologies
- Integration between business and information security
- Alignment of information security with the organization’s objectives
- Executive and line management ownership and accountability for implementing, monitoring and reporting on information security

The additional critical elements are:

- Appropriate employee education and awareness on information asset protection
- Consistent enforcement of information security policies and standards
- Placement of information security within the organization hierarchy
- Budget for information security strategy and tactical plan
- Consistent board/executive management message with regard to information security priorities
- Focus on short-term goals resulting in long-term control weaknesses
- Ability to cost-justify information security
- Generally accepted information security best practices/metrics

\(^{1}\) Master list of elements, see Appendix A for additional information.
Priority Critical Elements and Solution Considerations

**Senior Management Commitment to Information Security Initiatives**

Senior management commitment is required of all enterprise and strategic initiatives; therefore, information security is part of a long list of projects and initiatives that must have senior and executive management commitment. Without commitment, these projects and initiatives would not be active. However, employees are faced with conflicting priorities on a day-to-day basis and, therefore, focus their efforts on those things that affect their performance evaluation and positively influence the reward system associated with their performance. As a result, that which is monitored by senior and executive management should be incorporated into the performance/reward system and, therefore, be successfully implemented.

Solution considerations should include the following:

- Senior management should require that all requests for technology expenditures include technology risk identification and risk mitigation requirements as part of the cost-benefit analysis, project objectives, deliverables and funding request.
- Senior management should communicate consistently that every employee is accountable for information security by ensuring that expectations are clearly communicated in the company’s information security policies and standards, and consistently demonstrate that violations will not be tolerated.
- Every employee, including management, should be required to attend an information security awareness update annually and new employees should be appropriately informed of the company’s information security concepts and practices.

**Management Understanding of Information Security Issues**

Establishing understanding of information security issues requires effective communication about the business risks that result from inappropriately designed and omitted technology risk management controls. Information security is one key aspect of technology risk management and the information security manager must be skilled at tying business risk to information security risk and expressing the risks at every management level within the organization. It is also necessary that each management level understand these risks and actively participate in ensuring that proper risk management solutions are identified and implemented in the most efficient and effective manner. Priority conflicts, lack of accountability and inadequate business communication skills of information security managers are all partially responsible for failure to improve management’s understanding of information security solutions that help ensure the confidentiality, integrity and availability of company information and intellectual property assets.
Solution considerations should include the following:
  • Information security managers must increase their understanding of the business and their skills in communication through industry-specific education and executive-level continuing education programs.
  • Information security awareness sessions should start at the executive level and hierarchically proceed to the inclusion of all levels of management and employees.
  • Information security managers should seek industry and other publications that target executive and senior management and ensure that those publications are made available to the management team.

**Information Security Planning Prior to Implementation of New Technologies**

Information security is a necessary component of corporate governance assurance. Whether the company is regulated, publicly held, large or small, the integrity of the financial statements relies on properly implemented information security programs. Technology implementation without incorporating proper controls undermines investment in information security and can cause damage to data and processing integrity that may go unnoticed until damage far exceeds the company’s risk threshold.

Solution considerations should include the following:
  • The company’s policies and standards must require review and formal authorization of changes to the technology environment prior to implementation. The designation of authority to provide such authorization should be a management position, without separation of duties conflicts, and include the responsibility of reporting the status of information security to the board.
  • Exceptions to the company’s policies and standards with regard to change management should be formally requested and approved by the company’s policy oversight committee or equivalent.
  • The information security manager and the audit manager should work closely to monitor the environment for technology implementations that do not meet the requirements of the company’s policies and standards.

**Integration Between Business and Information Security**

While certain aspects of an information security program follow a shared services model, most information security initiatives must be closely aligned with the underlying business initiatives they protect. However, the cost of protecting information and intellectual assets should not exceed the value of the assets. To properly align business risks and information security solutions, a cooperative dialogue between business areas and information security experts is necessary.
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Each aspect of technology risk must be appropriately analyzed, including the risk to confidentiality, integrity and availability as it pertains to the entire transaction flow. Furthermore, the focus of this analysis should be on business transactions that are material to the business financials, require compliance with laws and regulations, and could negatively affect the company’s reputation.

Solution considerations should include the following:
• Senior management should ensure that business liaisons are held accountable for interacting with the information security manager to achieve mutually agreeable risk management objectives.
• Senior management should ensure that the business strategy is shared with information technology and appropriate risk management groups, such as information security. This will help ensure that necessary adjustments to the information security strategy and technology infrastructure capability can be proactively planned to help manage cost and risk.
• The information security status associated with high-risk legal and regulatory compliance should be monitored at the executive level to ensure that appropriate priority is given to risk management initiatives.

Alignment of Information Security With the Organization’s Objectives
Information security is frequently perceived as the responsibility of the information security department. This perception is generally perpetuated through information security initiatives being funded as stand-alone projects and the failure to inform employees of their role in the protection of information and intellectual property assets. For many companies, this is a cultural change and must be driven from the top. While cultural change requires a long-term commitment and is slow to realize, it is generally effectively started with the development of pertinent strategy statements and supporting management action requirements.

Solution considerations should include the following:
• An information security strategy that is aligned with the company’s risk management and corporate governance requirements should be developed and implemented.
• Each line of business that “owns” information requiring specific levels of confidentiality, integrity and availability should designate a liaison to work with the information security manager to ensure that requirements are properly reflected and prioritized in the information security strategy.
• Measurements of control effectiveness should include alignment with regulations and laws and those measurements should be reported to the board on a quarterly and annual basis through, or with, the chief legal counsel, chief compliance officer, and chief auditor or their equivalents.
Executive and Line Management Ownership and Accountability for Implementing, Monitoring and Reporting on Information Security

Failure to support and implement information security initiatives is frequently a matter of conflicting priorities. Conflicting priorities and ownership of process are generally resolved through the company’s system of performance rewards. That said, performance goals associated with information security must be reasonable and support, not hinder, business processes. Priorities must be clearly set and established in the security strategy with key performance indicators approved by the highest level of the organization to help ensure that the goals will be effectively and consistently managed, monitored and executed.

Solution considerations should include the following:
- Information security should have an independent reporting structure to ensure that concerns, accomplishments and views on governance are properly represented to those ultimately responsible to the stakeholders.
- Pertinent key control objectives should be incorporated into the performance measurement process for all employees.
- Appropriate levels of management should have responsibility for ensuring that information security violation, authorization exceptions and other pertinent security measurements associated with their line of business processes are researched and acted upon on their behalf.

Additional Critical Elements and Solution Considerations

As noted in the introduction section of this report, the process of identifying the top 10 elements included results from a focus group and survey group. The results fell into two distinct subcategories—priority critical elements and additional critical elements, with the additional critical elements representing the four elements from each group not reflected in the priority critical elements.

While each of the additional critical elements stand alone as unique requisites for successfully implementing a viable information security program, all of the elements in this category, with the exception of generally accepted information security best practices/metrics, are reasonably addressed by the solutions presented for the priority critical elements. Therefore, the additional critical elements are presented in table format (see figure 2) to align the element, the solution considerations and the priority element from which the solution considerations have been taken. The solution considerations have been limited to three, as were the priority elements, with the objective of keeping the report on focus.
<table>
<thead>
<tr>
<th>Additional Critical Element</th>
<th>Solution Considerations</th>
<th>Solution Consideration Drawn From Priority Critical Elements</th>
</tr>
</thead>
</table>
| Appropriate employee education and awareness on information asset protection | • Every employee should be required to attend an information security awareness update annually and new employees should be appropriately informed of the company’s information security concepts and practices.  
• Senior management should communicate consistently that every employee is accountable for information security by ensuring that expectations are clearly communicated in company information security policies and standards, and consistently demonstrate that violations will not be tolerated.  
• Senior management should ensure that business liaisons are held accountable for interacting with the information security manager to achieve mutually agreeable risk management objectives. | Senior management commitment to information security initiatives |
| Consistent enforcement of information security policies and standards | • The company’s policies and standards must require review and formal authorization of changes to the technology environment prior to implementation. The designation of authority to provide such authorization should be of management position, without separation of duties conflicts, and responsible for reporting the status of information security to the board.  
• Exceptions to the company’s policies and standards with regard to change management should be formally requested and approved by the company’s policy oversight committee or equivalent.  
• Measurements of control effectiveness should include alignment with regulation and law and those measurements should be reported to the board on a quarterly and annual basis through, or with, the chief legal counsel, chief compliance officer, and chief auditor or their equivalents. | Information security planning prior to the implementation of new technologies |

Alignment of information security with the organization’s objectives
<table>
<thead>
<tr>
<th>Additional Critical Element</th>
<th>Solution Considerations</th>
<th>Solution Consideration Drawn From Priority Critical Elements</th>
</tr>
</thead>
</table>
| Placement of information security within the organization hierarchy | • Information security managers must increase their understanding of the business and their skills in communication through industry-specific education and executive-level continuing education programs.  
• The information security status associated with high-risk legal and regulatory compliance should be monitored at the executive level to ensure that appropriate priority is given to risk management initiatives.  
• Information security should have an independent reporting structure to ensure that concerns, accomplishments and views on governance are properly represented to those ultimately responsible to the stakeholders. | Management understanding of information security issues  
Integration between business and information security  
Executive and line management ownership and accountability for implementing, monitoring and reporting on information security |
| Budget for information security strategy and tactical plan      | • Senior management should require that all requests for technology solution expenditures include technology risk identification and risk mitigation requirements as part of the cost-benefit analysis, project objectives, deliverables and funding request.  
• An information security strategy that is aligned with the company’s risk management and corporate governance requirements should be developed and implemented.  
• Each line of business that “owns” information requiring specific levels of confidentiality, integrity and availability should designate a liaison to work with the information security manager to ensure that requirements are properly reflected and prioritized in the information security strategy. | Senior management commitment to information security initiatives  
Alignment of information security with the organization’s objectives |
### Figure 2—Solution Considerations for Additional Critical Elements (cont.)

<table>
<thead>
<tr>
<th>Additional Critical Element</th>
<th>Solution Considerations</th>
<th>Solution Consideration Drawn From Priority Critical Elements</th>
</tr>
</thead>
</table>
| Consistent board/executive management message with regard to information security priorities | • Communicate consistently that every employee is accountable for information security by ensuring that expectations are clearly communicated in company information security policies and standards and consistently demonstrate that violations will not be tolerated.  
• Senior management should ensure that business liaisons are held accountable for interacting with the information security manager to achieve mutually agreeable risk management objectives.  
• Information security status associated with high-risk legal and regulatory compliance should be monitored at the executive level to ensure that appropriate priority is given to risk management initiatives. | Senior management commitment to information security initiatives  
Integration between business and information security  
Integration between business and information security |
| Focus on short-term goals resulting in long-term control weaknesses | • Senior management should require that all requests for technology solution expenditures include technology risk identification and risk mitigation requirements as part of the cost-benefit analysis, project objectives, deliverables and funding request.  
• Exceptions to the company’s policies and standards with regard to change management should be formally requested and approved by the company’s policy oversight committee or equivalent.  
• The information security manager and the audit manager should work closely to monitor the environment for technology implementations that do not meet the requirements of the company’s policies and standards. | Senior management commitment to information security initiatives  
Information security planning prior to implementation of new technologies |
<table>
<thead>
<tr>
<th>Additional Critical Element</th>
<th>Solution Considerations</th>
<th>Solution Consideration Drawn From Priority Critical Elements</th>
</tr>
</thead>
</table>
| Ability to cost-justify information security | • Senior management should require that all requests for technology solution expenditures include technology risk identification and risk mitigation requirements as part of the cost-benefit analysis, project objectives, deliverables and funding request.  
• An information security strategy that is aligned with the company’s risk management and corporate governance requirements should be developed and implemented.  
• Each line of business that “owns” information requiring specific levels of confidentiality, integrity and availability should designate a liaison to work with the information security manager to ensure that requirements are properly reflected and prioritized in the information security strategy. | Senior management commitment to information security initiatives  
Alignment of information security with the organization’s objectives |
| Generally accepted information security best practices/metrics | • The information security manager should participate in industry organizations that are actively working on developing metrics and practices that effectively balance business product development needs and risk management.  
• The information security manager should seek training in process management, such as ITIL.  
• The information security manager should work closely with line-of-business managers to ensure that measurements associated with information security tie to real business risks. | (Element is not addressed by solution considerations elsewhere defined.) |
Summary

The information contained in this report reflects a growing recognition that information security is not just an information technology problem; it is a business problem that cannot be addressed by simply hiring information security professionals and creating impressive titles. The ability to properly identify risks to information and intellectual property assets requires cooperation from participants across the entire organization.

Most important, however, is the need for executive and senior management to not only provide for the appropriate resources, but also to consistently support the tough decisions with regard to protecting those assets.

The results of the focus group and survey also indicate that without appropriately defined information security measurements, and board-level monitoring of those measurements, asset protection will continue to be trumped by “urgent” implementations that sidestep established policies, standards and procedures undermining the business technology infrastructure. Another key finding is that information security professionals are beginning to recognize that they need to develop a solid understanding of the business as their role becomes more visible in the organization, their decisions demand business risk justification, and the dependence on technology drives increased interaction with their legal and compliance counterparts in the organization.
Appendix A—Critical Elements Master List by Category

Culture
1. Board/executive management message with regard to information security priorities
2. Board/executive management monitoring of information security risks
3. Regular, ongoing information security items on the board agenda
4. Executive and line management ownership and accountability for implementing, monitoring and reporting on information security

Human Resources/People/Budget and Finance
5. Effective information security budgeting process
6. Budget for information security strategy and tactical plan

Organization/Organizational Relationships
7. Clearly communicated customer responsibilities and loss liability associated with the use of technology for customer transactions
8. Senior management commitment to information security initiatives
9. Management influence resulting in product/service selection that does not best solve the problem
10. Alignment between company objectives and security objectives
11. Integration between business and security
12. Defined management structure
13. Focus on short-term goals to prevent long-term security weaknesses
14. Information security appropriately defined with adequate visibility in the enterprise
15. Appropriate placement of security within the organization hierarchy
16. Integration of IT security with traditional/facility security

Technology and Technology-related Processes
17. Sufficient security planning prior to implementation of new technologies
18. Appropriate change management procedures
19. Ability to respond to spamming/phishing and related attacks
20. Balancing expectations with technical feasibility of automated solutions

Laws/Regulations/Governance/Policies and Standards
21. Compliance with multiple regulation jurisdictions along the transaction path
22. Appropriate/ineffective/conflicting legislation/regulation
23. Information security policies and standards enforcement
24. Consistent enforcement of information security policies and standards
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Metrics
25. Enterprise risk management framework that integrates security
26. Universally agreed-upon methodology for risk assessment
27. Generally accepted security metrics for security best practices
28. Reporting and metrics tied to business goals and strategies

Training/Education/Awareness
29. Availability of trained and experienced information security professionals
30. Management understanding of security issues
31. Employee education, and education update, on information asset protection
32. Continuous security awareness
33. Knowledge of formal crime and incident reporting systems
34. Balanced user expectation vs. what is technically feasible
35. Pertinent education for security expert, i.e., continuing professional education (CPE)
### Appendix B—Priority Critical Elements Summary Table

<table>
<thead>
<tr>
<th>Critical Elements</th>
<th>Solution Considerations</th>
</tr>
</thead>
</table>
| Senior management commitment to information security initiatives | • Senior management should require that all requests for technology expenditures include technology risk identification and risk mitigation requirements as part of the cost-benefit analysis, project objectives, deliverables and funding request.  
• Senior management should communicate consistently that every employee is accountable for information security by ensuring that expectations are clearly communicated in the company’s information security policies and standards, and consistently demonstrate that violations will not be tolerated.  
• Every employee, including management, should be required to attend an information security awareness update annually and new employees should be appropriately informed of the company’s information security concepts and practices. |
| Management understanding of information security issues  | • Information security managers must increase their understanding of the business and their skills in communication through industry-specific education and executive-level continuing education programs.  
• Information security awareness sessions should start at the executive level and hierarchically proceed to the inclusion of all levels of management and employees.  
• Information security managers should seek industry and other publications that target executive and senior management and ensure that those publications are made available to the management team. |
| Information security planning prior to implementation of new technologies | • The company’s policies and standards must require review and formal authorization of changes to the technology environment prior to implementation. The designation of authority to provide such authorization should be a management position, without separation of duties conflicts, and include responsibility for reporting the status of information security to the board.  
• Exceptions to the company’s policies and standards with regard to change management should be formally requested and approved by the company’s policy oversight committee or equivalent.  
• The information security manager and the audit manager should work closely to monitor the environment for technology implementations that do not meet the requirements of the company’s policies and standards. |
### Priority Critical Elements Summary Table (cont.)

<table>
<thead>
<tr>
<th>Critical Elements</th>
<th>Solution Considerations</th>
</tr>
</thead>
</table>
| Integration between business and information security                            | • Senior management should ensure that business liaisons are held accountable for interacting with the information security manager to achieve mutually agreeable risk management objectives.  
• Senior management should ensure that the business strategy is shared with information technology and appropriate risk management groups, such as information security. This will help ensure that necessary adjustments to the information security strategy and technology infrastructure capability can be proactively planned to help manage cost and risk.  
• The information security status associated with high-risk legal and regulatory compliance should be monitored at the executive level to ensure that appropriate priority is given to risk management initiatives. |
| Alignment of information security with the organization’s objectives              | • An information security strategy that is aligned with the company’s risk management and corporate governance requirements should be developed and implemented.  
• Each line of business that “owns” information requiring specific levels of confidentiality, integrity and availability should designate a liaison to work with the information security manager to ensure that requirements are properly reflected and prioritized in the information security strategy.  
• Measurements of control effectiveness should include alignment with regulations and laws and those measurements should be reported to the board on a quarterly and annual basis through, or with, the chief legal counsel, chief compliance officer, and chief auditor or their equivalents. |
| Executive and line management ownership and accountability for implementing, monitoring and reporting on information security | • Information security should have an independent reporting structure to ensure that concerns, accomplishments and views on governance are properly represented to those ultimately responsible to the stakeholders.  
• Pertinent key control objectives should be incorporated into the performance measurement process for all employees.  
• Appropriate levels of management should have responsibility for ensuring that information security violation, authorization exceptions and other pertinent security measurements associated with their line of business processes are researched and acted upon on their behalf. |