ABOUT ISACA
ISACA got its start in 1967, when a small group of individuals with similar jobs-auditing controls in the computer systems that were becoming increasingly critical to the operations of their organizations-sat down to discuss the need for a centralized source of information and guidance in the field. In 1969, the group formalized, incorporating as the EDP Auditors Association. In 1976 the association formed an education foundation to undertake large-scale research efforts to expand the knowledge and value of the IT governance and control field. Previously known as the Information Systems Audit and Control Association, ISACA now goes by its acronym only, to reflect the broad range of IT governance professionals it serves.

Today, ISACA’s membership-more than 110,000 strong worldwide-is characterized by its diversity. Members live and work in more than 180 countries and cover a variety of professional IT-related positions-to name just a few, IS auditor, consultant, educator, IS security professional, regulator, chief information officer and internal auditor. Some are new to the field, others are at middle management levels and still others are in the most senior ranks. They work in nearly all industry categories, including financial and banking, public accounting, government and the public sector, utilities and manufacturing. This diversity enables members to learn from each other, and exchange widely divergent viewpoints on a variety of professional topics. It has long been considered one of ISACA’s strengths.

ISACA Malaysia Chapter is the local chapter affiliate of ISACA. ISACA Malaysia (www.isaca.org/malaysia) was established in 1984, with current membership exceeding over 700 members and more than 450 professionals holding various ISACA certifications.

MEMBERS’ EVENT: TALK ON PDPA – ENFORCEMENT, IMPLEMENTATION AND ASSURANCE

PDPA is finally in effect – what does this mean?

The Malaysian Parliament passed the Personal Data Protection Act 2010 (‘PDPA’)) but without a set effective date. It has since been announced that the personal data protection law has come into effect from 15 November 2013. This means that personal data collected before this date will have a 3 months grace period for compliance. However, any personal data collected since this date will have to be in compliance with the PDPA.

So, what does this mean to your organisation? Join us for this talk with our esteemed speakers and panellist who have wide experiences including in this very interesting subject matter.

TIME | AGENDA
--- | ---
1.30 pm | Registration starts
2.00 pm – 3.00 pm | Dr Sonny Zulhuda
Highlights of the Personal Data Protection Act 2010 and Its Subsidiary Rules
• Registration Requirements for Data Users
• Role and Functions of Data User Forum
• Compliance and Enforcement
3.00 pm – 3.30 pm | Chelvakumar G. Krishnan
Implementation case study –
• Development of internal PDP policy/procedures
• Assessment of the 7 principles
• Impact to processes and systems/security
• Quick wins and gaps remediation
• Short/long term strategy
3.30 pm – 4.30 pm | Panel Discussion: PDPA assurance – role of the independent assessors from audit and/or compliance
4.30 pm | Panelist:
• Jason Yuen
• Dr Sonny Zulhuda
• Chelvakumar G. Krishnan
Moderator: Anthony Tai

SPEAKERS’ PROFILE

DR SONNY ZULHUDA PH.D
Assistant Professor
International Islamic University Malaysia

Dr. Sonny Zulhuda writes, speaks and researches on the issues of Internet governance, information security and personal data protection law. He is also an Oxford Internet Institute summer doctoral scholar and an ICANN fellow. He assisted the Malaysian Government in developing its’ National Cyber Security Policy (NCSP) and conducts training on Personal Data Protection Law for private companies and government agencies including the PDP Department.

CHELVAKUMAR G. KRISHNAN
Associate General Counsel for Special Projects
Celcom Axiata Berhad

Chelva was fully involved in the implementation of Personal Data Protection Act in Celcom. He was earlier seconded to Performance Management & Delivery Unit (PEMANDU) under the Prime Minister’s Department as Associate Director to drive government’s National Key Result Area (NKRA) and has held various positions in the field of legal and regulatory across various telecommunication companies. He has wide experiences in providing legal services, developing regulatory strategy and oversee regulatory & compliance issues.

PANELLIST’S PROFILE

JASON YUEN CISA, CISSP
Partner
Ernst & Young Advisory Services Sdn Bhd

Jason has over 16 years of IS Audit, Privacy and Security experience with leading global consulting and IT companies. He has led numerous information security projects across various industries and is a widely sought after subject matter expert on IT Security.

Jason is a former president of ISACA Malaysia Chapter, who speaks frequently at various conference, seminars and talks, as well as radio talk-shows.

MODERATOR’S PROFILE

ANTHONY TAI CISA, CISSP, CPA, ISO/IEC 27001:2005 Provisional Auditor
Director
Deloitte Enterprise Risk Services Sdn Bhd

Anthony has over 14 years of experience in risk consulting and assurance, and leads the Deloitte’s Technology Risk Consulting practice in Malaysia. He has provided process reviews, IT audit, IT governance assessment and IT security services to organisations in various industries within Malaysia and Southeast Asia.
EVENT REGISTRATION FORM

RESERVATIONS & REGISTRATIONS

Places are LIMITED. Please register AS EARLY AS POSSIBLE. Registration will only be confirmed upon receipt of registration form, followed by payment, if applicable.

If payment is applicable, upon receipt of the registration, the fee will be a debt due to ISACA Malaysia Chapter.

ISACA Malaysia Chapter reserves the right to change the venue, date, speakers, and programme or to cancel the programme should unavoidable circumstances arise. If applicable, a full refund of fees will be made in the event of cancellation.

WHO SHOULD ATTEND?

✓ ISACA Malaysia Chapter members and their guests who are interested in the PDPA from both the implementation and assurance perspective.

PAYMENT DETAILS:

Fees are not refundable once registration is confirmed. ISACA Malaysia Chapter members who have registered but did not show up will be billed RM150 for the no-show. This is to cover the administrative and venue cost.

Cheques should be made payable to “Information Systems Audit And Control Association” and mailed to:

Director – Membership, ISACA Malaysia Chapter, Unit 916, 9th Floor, Block A, Damansara Intan, No.1, Jalan SS 20/27, 47400 Petaling Jaya, Selangor.

Alternatively, payment can be banked into:

Maybank Account number – 512231822725. Bank in slip or Internet Banking confirmation MUST be faxed to 03-7726 1257 or emailed to officeadmin@isaca.org.my, with a cover note stating Event Name, Organisation/Participant(s) Name and Amount Banked In. Payment will not be recognised if we do not receive this cover note.

EARN 3 CPE HOURS!

EVENT

MEMBERS’ EVENT: TALK ON PDPA – ENFORCEMENT, IMPLEMENTATION AND ASSURANCE

Date

Tuesday, 18 February 2014

Venue

Sime Darby Convention Centre

1A Jalan Bukit Kiara 1, 60000 Kuala Lumpur.

For location map, refer to http://www.simedarbyconvention.com/html/locationmap.html

Fees

FREE for ISACA Malaysia Chapter members

RM 150 for each ISACA Malaysia Chapter member’s guest.

Contact

Mr. Seelan, ISACA Office Administrator

Tel : +6017 219 6225

Email : officeadmin@isaca.org.my

Please complete all the information below and email the form back to officeadmin@isaca.org.my.
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ORGANISATION AND/OR CONTACT DETAILS
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<th>Address</th>
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