Adopting ITIL, COBIT Is Not Always the Best Practice
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Some process improvement projects and best practice frameworks such as ITIL and COBIT can do more harm than good—particularly when implemented by third-party IT service providers.

IT governance has always been a challenge for corporate technology organizations and best practice frameworks—such as the process-focused COBIT or service level-oriented ITIL—can deliver much-needed operational rigor.

But not always.

IT benchmarking and analytics firm Compass recently analyzed 15 client engagements over the past two years and found that while some IT organizations had pockets of maturity, by and large the process improvement tools embraced by CIOs to improve IT efficiency often yield limited—and potentially negative—results.

Compass found that it was often an external IT service provider implementing the ITIL and COBIT practices. "It's typically the outsourcers who have the process expertise," says Chris Pfau, a principal at Compass Management Consulting, an ISG company. "Service providers push process improvement initiatives because it allows them to drive repeatability and standardization across multiple clients, and thereby deliver services more efficiently. Mature, repeatable processes are also often an area where clients really struggle and outsourcing can be a path to mature and even transform their processes internally and with the business."

Don't Do ITIL for the Sake of It

Unfortunately, most of the time these process improvement efforts are implemented in isolation from the business simply for the sake of certification or compliance, says Pfau. As a result, the business is not sufficiently engaged for the governance initiative to succeed. "Clients will bring a service provider in and ask them to 'implement ITIL,' and then assume their job is done," Pfau says. "[But] if the changes are imposed by a third party, there's little incentive for the client-and especially the business-to
be compliant. The initiative becomes a set of bothersome rules and procedures to follow with no apparent benefit.

Even worse, Pfauser says he's seen many cases where "process improvement" was limited to defining rules and guidelines. "This can lead to a 'hot potato' culture that focuses on documenting activity, following the rules, and passing tasks down the line, rather than on getting things done," he says. "True enterprise-wide process maturity is characterized by clear activities, functions, roles and responsibilities, which enable the IT organization to quickly address performance issues, identify root causes and prevent recurring problems."

And while these process improvement efforts on paper enable the outsourcing provider to standardize and rationalize service delivery across multiple customers efficiently and cost effectively, that ROI may never materialize. "If you don't have that client buy-in, what typically happens is that the service provider ends up having to circumvent the process rules in order to get things done, resulting in duplication of effort and increased costs."

**IT Has to Drive Process Improvement**

Process improvement initiatives can work in an outsourced environment, says Pfauser, but the customer has to take the wheel. "The client-retained organization must drive the change with the service provider and establish effective controls and governance to make it successful." The must also focus on the big picture rather than simply defining rules and reporting results. "Top-performing organizations are refining their metrics and key performance indicators to measure the end-to-end process and improve results rather than simply track activity."

Mature IT governance processes, Pfauser notes, are more important than ever, adds Pfauser. Process discipline is required effective demand management in an era of cloud computing and utility pricing models. A clearly defined service catalog that lays out the cost and composition of each unit of IT service allows the business to see what's being consumed and enables IT to see what's being delivered—and manage their IT usage accordingly, says Pfauser.
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“Building Acceptance and Adoption of COBIT at Sun Microsystems” is the title of an article published in the ISACA Journal in 2005. Much has happened since then, including the acquisition of Sun Microsystems by Oracle Corp. And, in all that time, the light has kept shining on COBIT, and the COBIT/governance champions have continued to drive the acceptance and adoption of COBIT and the governance of enterprise IT (GEIT).

During that time, the enterprise has enjoyed some successes and learned some valuable lessons along the way. The following are the key lessons learned:

1. Understand the target. COBIT is not the target. The target is improved governance and management of the enterprise’s IT. To do so means adopting, leveraging and implementing the industry-accepted concepts and practices that are embedded in COBIT. COBIT provides the overall framework, but when it comes to execution, the enterprise must dive deeper into those concepts and practices.

2. Use the COBIT umbrella. COBIT is the end-to-end umbrella framework. The enterprise developed a presentation that showed how the most common industry-accepted frameworks/methodologies/practices complement each other. It is a little dated because of the updates to some of the frameworks that have taken place, but it still tells the story. COBIT goes a long way in harmonizing the many frameworks. This is important and incredibly valuable in dealing with the many IT specialties. Specialists are very good at what they do. Service management professionals manage, and, for most, their preferred guidance is ITIL. Security professionals protect, and, for many of them, the preferred guidance is the ISO/IEC 27000 series. By using a COBIT-inspired model, all groups were able to see how their work fit under an overall umbrella and how their work related to each other’s work.

3. Stay focused. Improving the governance and management of enterprise IT is a journey, not a destination. Some enterprises want to focus on the short term. That is fine as long as it is in the context of the longer-term direction. Related to this is the worry among some employees that COBIT will be replaced within the enterprise in a year or so by something else that might be the “hot topic” in the management world. Two things are helping to avoid that. First, the enterprise has a COBIT/governance champion, who keeps an eye on where the concepts in COBIT can add value. Second, the enterprise is not implementing COBIT per se, it is implementing improvements to how it governs and manages the IT contribution to the enterprise, and COBIT is the guiding framework.

4. Use it all. COBIT and all the COBIT collateral, including Risk IT and Val IT, provide an amazing body of work. There are golden nuggets throughout all of the material. By having someone who has an in-depth understanding of the COBIT material, a COBIT champion, the organization can get really serious about improving governance and management of enterprise IT. For instance, Sun/Oracle has found the mapping documents very helpful when talking about
how the various frameworks all fit together. Sun/Oracle embraces ITIL as well, and has had some success using the COBIT User Guide for Service Managers.

5. Avoid common mistakes. Using the Sun/Oracle experience, and after consulting other organizations that are undertaking implementations of governance of enterprise IT using COBIT, some common reasons that implementations fail have been identified. As may be expected, they fail for many of the same reasons that other transformational change efforts fail. 2

The following are some specific examples of how Sun/Oracle has successfully leveraged the concepts in the COBIT-related materials:

1. Sun/Oracle leveraged the IT Assurance Guide: Using COBIT to create a discussion worksheet for process health and maturity self-assessments. It is a two-part document. The first part applies to all processes and addresses the six generic process controls. The second part addresses the controls specific to each individual process. Sun/Oracle uses the input and output tables to identify key boundary processes. This ensures that the enterprise has key stakeholders from these processes involved in the discussion. The focus of the facilitated discussion is the process’s current state and the business impact of that state. The discussion of the business impact is influenced by the business objectives. Sun/Oracle uses the goals cascade in COBIT (appendix A and the management guidelines) to help provide a line of sight between its activities and its business goals. The enterprise can then step easily into a maturity assessment of the process using the maturity attributes (figure 15 of COBIT 4.1). 3

2. To bring predictability and reliability to how the IT group plans and manages the work across the enterprise, the group leveraged many of the concepts embedded in the COBIT framework portion of the COBIT 4.1 publication. The group needed a way to operationalize the Plan-Do-Check-Act (PDCA) concept at the IT organization level. The enterprise had a corporate planning cycle, and the IT group created the “IT management cycle” to complement that corporate activity. Figure 1 shows how the IT management cycle is represented; elements have been drawn from COBIT and other complementary frameworks. (Note: MRP is budget-related.)

3. It became useful to demonstrate what the enterprise must do to achieve integration and alignment of the governance/management activities. Figure 2 is a matrix that helped Sun/Oracle do just that. It combines the IT management cycle with the IT governance focus areas. The key message is: Both vertical and horizontal integration and alignment of the activities are necessary.

4. From time to time, the IT group revisits the components of governance of enterprise IT as described in COBIT: leadership, organizational structures and processes. The enterprise decided to focus on the organizational structures and has found that it has done a pretty good job with the vertical structures (the traditional who reports to whom), but has not focused sufficiently on the necessary horizontal (or lateral) structures. This led us to two new internal rules:

   o Horizontal organizational structures (i.e., a risk council or information security community) must be as deliberately thought through as the vertical structures of the organization.
   o When a decision is made to form a horizontal structure, it must have a well-defined charter that includes the mission or purpose of the group, the composition and the decision rights.
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Endnotes

1Find a copy of it at www.isaca.org/Groups/Professional-English/frameworks/GroupDocuments/frameworks_v3_111908.pdf.

2A copy of the top six reasons is available at www.isaca.org/Groups/Professional-English/cobit-implementation/GroupDocuments/Why%20ITG%20Implementations%20Fail.pdf.

3To see an example of the discussion worksheets for problem management, go to www.isaca.org/Groups/Professional-English/cobit-implementation/GroupDocuments/process_health_and_maturity_assessment.pdf.