Outline

- CISM Exam overview and tips for preparation
- Review questions with answers and explanations
- Domain 1: Information Security Governance
  - Designing a strategy and governance framework
  - Gaining management support and approval
  - Implementing the security strategy
- Domain 2: Information Risk Management
  - Risk identification
  - Risk analysis and treatment
  - Risk monitoring and reporting
- Domain 3: Information Security Program Development and Management
  - Alignment and resource management
  - Standards, awareness and training
  - Building security into processes and practices
  - Security monitoring and reporting
- Domain 4: Information Security Incident Management
  - Planning and integration
  - Readiness and assessment
  - Identification and response