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Executive Summary

1. Introduction and Objectives

Information is a key resource for all enterprises and, from the time information is created to the moment it is destroyed, technology plays a significant role. Technology is increasingly advanced and has become pervasive in enterprises and the social, public and business environments.

COBIT 5 provides a comprehensive framework that assists enterprises in achieving their objectives for the governance and management of enterprise IT. Simply stated, it helps enterprises to create optimal value from information technology (IT) by maintaining a balance between realising benefits and optimising risk levels and resource use. COBIT 5 enables IT to be governed and managed in a holistic manner for the entire enterprise, taking into account the full end-to-end business and IT functional areas of responsibility, considering the IT-related interests of internal and external stakeholders.

COBIT 5 for Assurance builds on the COBIT 5 framework as shown in figure 1. It focuses on assurance, and it provides more detailed and practical guidance for assurance professionals and other interested parties at all levels of the enterprise on how to use COBIT 5 to support a variety of IT assurance activities.

Figure 1—COBIT 5 Product Family

If an enterprise is already using COBIT 5 as its framework for the governance and management of enterprise IT, this publication will enable the enterprise to leverage COBIT 5 when planning and performing assurance reviews, so that the business, IT and assurance professionals are aligned around a common framework and common objectives. However, the enterprise does not have to be currently using COBIT 5 to use COBIT 5 for Assurance.

This guide is designed to enable efficient and effective development of IT assurance initiatives, providing guidance on planning, scoping, executing and following up on assurance reviews using a road map based on well-accepted assurance approaches.

2. Drivers for Assurance

The main drivers for assurance in its different forms include:
• Providing interested parties substantiated opinions on governance and management of enterprise IT according to assurance objectives
• Defining assurance objectives in line with enterprise objectives, thus maximising the value of assurance initiatives
• Satisfying regulatory or contractual requirements for enterprises to provide assurance over their IT arrangements
To that purpose, this guide:

- Provides guidance on how to use the COBIT 5 framework to establish and sustain assurance provisioning and an assurance function for the enterprise
- Provides a structured approach on how to provide assurance over enablers (all of COBIT 5’s defined enablers, e.g., Processes, Information, Organisational Structures)
- Illustrates the structured approach with a number of concrete examples of audit/assurance programmes

### 3. Benefits of the Publication

A major benefit of this guide is that users can rely on the consistency, structure, context and vocabulary of the COBIT 5 framework and its related products. The COBIT 5 framework addresses the governance and management of enterprise IT, helping to align business and IT management and providing a basis for improving IT performance. If assurance professionals base their reviews on the same framework as that used by business and IT managers who are improving value of IT for the enterprise, everyone involved will be using a common language, and it will be easier to agree on and implement any necessary control improvements.

This guide can be used by assurance professionals for many different purposes, including:

- Obtaining a view (based on COBIT 5 concepts such as the enablers) on current good practices on assurance
- Learning how to use different COBIT 5 components and related concepts for planning, scoping, executing and reporting on various types of IT assurance initiatives
- Obtaining a view of the extent to which the value objective of the enterprise—delivering benefits while optimising risk and resource use—is achieved

### 4. Target Audience for the Publication

The target audience for this publication is broad, and includes:

- Assurance professionals at various governance and management layers
- Boards and audit committees, as stakeholders who commission assurance activities
- Business and IT management, as responsible parties
- External stakeholders, including external auditors, regulators and customers

The intended audience for COBIT 5 for Assurance is extensive, as are the reasons for adopting and using the framework and the benefits each group can find in it (figure 2). All of the roles listed in figure 2 can be considered stakeholders for assurance provisioning.

<table>
<thead>
<tr>
<th>Role</th>
<th>Benefit of/Reason for Adopting and Adapting COBIT 5 for Assurance</th>
</tr>
</thead>
<tbody>
<tr>
<td>Boards and executive management</td>
<td>Better understanding of their responsibilities and roles with regard to assurance provisioning</td>
</tr>
<tr>
<td>Audit committee</td>
<td></td>
</tr>
<tr>
<td>Auditors</td>
<td>Better understanding of their responsibilities and roles with regard to assurance provisioning</td>
</tr>
<tr>
<td>External auditors</td>
<td>Having a structured framework that provides a common language amongst all stakeholders to provide assurance over specific IT areas</td>
</tr>
<tr>
<td>Chief information officer (CIO) and IT management</td>
<td>Having a structured framework that provides a common language to assess performance and conformance of IT</td>
</tr>
<tr>
<td>Business management</td>
<td></td>
</tr>
<tr>
<td>Compliance</td>
<td>Better understanding of their responsibilities and roles with regard to assurance provisioning</td>
</tr>
<tr>
<td>Regulators</td>
<td>Having a structured framework that provides a common language to express regulatory requirements</td>
</tr>
</tbody>
</table>

Although this guide is aimed primarily at assurance professionals, it may also be of interest to IT professionals and advisors. The publication will be most useful to experienced professionals and is not intended to provide a tutorial on IT assurance.
## 5. Document Overview and Guidance on Its Use

**COBIT 5 for Assurance** addresses a number of fundamental questions and issues pertaining to providing assurance over IT. **Figure 3** depicts these questions and explains how and where this publication addresses them (or not).

### Figure 3—COBIT 5 for Assurance Overview

<table>
<thead>
<tr>
<th>Question</th>
<th>Where to Find Guidance</th>
</tr>
</thead>
<tbody>
<tr>
<td>What is assurance?</td>
<td><strong>Section 1</strong> defines assurance, and describes briefly how the COBIT 5 principles can be applied to assurance-specific needs.</td>
</tr>
<tr>
<td>How do COBIT 5 enablers relate to providing assurance?</td>
<td>In general, two perspectives on how to use COBIT 5 in an assurance context can be identified: 1. The assurance function perspective, describing what is needed in an enterprise to build and sustain an efficient and effective assurance function. 2. The assessment perspective, describing how different types of assurance engagements or assessments can be supported by the COBIT 5 enablers.</td>
</tr>
</tbody>
</table>
| How do I set up and maintain an efficient assurance function?            | **Section 2A** provides guidance on what is needed to set up and maintain an effective and efficient assurance function. It lists and briefly describes the COBIT 5 enablers required, e.g., processes, organisational structures. Putting these enablers in place will result in an effective and efficient assurance function that adds value to the enterprise.  
Appendix B.1–7 includes detailed descriptions for each enabler listed in section 2A. |
| How does COBIT 5 help me to provide assurance?                          | COBIT 5 helps to provide assurance in several ways: 1. COBIT 5 includes an enabler model, after which all seven COBIT 5 enablers are structured. Part of this enabler model is the performance assessment dimension, which is used to structure any assessment of any enabler. This is explained in **Section 2B**. 2. COBIT 5, and especially the COBIT 5 process reference model as described in the **COBIT 5: Enabling Processes** publication, provides a comprehensive reference model for all governance and management aspects of IT. As such, it constitutes the perfect set of suitable criteria on which to base any assessment. |
| What does a COBIT 5-based audit/assurance programme look like?           | **Section 2B** explains the audit/assurance process in detail, and it describes a generic, skeleton audit/assurance programme. This programme builds on the COBIT 5 enablers, which results in a comprehensive and holistic programme. |
| Are there any examples of COBIT 5-based audit/assurance programmes?     | Yes. **Section 2B** explains the generic structure of an audit/assurance programme.  
Appendix D contains a set of example audit/assurance programmes based on this template. More sample audit/assurance programmes will be published separately by ISACA. |
| Does COBIT 5 align with assurance standards?                            | Yes. A detailed comparison, in the form of a mapping or qualitative description, is included in **section 3**. The following related standards are referred to in this section: ITAF, IPPF and ISAE 3402/SSAE 16. |
| Does COBIT 5 for Assurance include detailed instructions on how to perform an assessment? | No. **COBIT 5 for Assurance** assumes that the reader is familiar with, and can apply, basic auditing and assessment techniques. A brief overview of auditing techniques is included in **section 2B**, chapter 4.1, but details are not provided. |
COBIT 5 for Assurance refers to the seven enablers of COBIT 5: Principles, Policies and Frameworks; Processes; Organisational Structures; Culture, Ethics and Behaviour; Information; Services, Infrastructure and Applications; and People, Skills and Competencies. The unique character of each enterprise will result in these enablers being implemented and used in many different ways to provide assurance in an optimal manner. This publication provides a pervasive view that explains each concept of COBIT 5 from an assurance function perspective through additional guidance and examples.

To facilitate and guide the reader through the comprehensive collection of information, COBIT 5 for Assurance is divided into three sections and four appendices.

Following is a brief description of each section and how those sections are interconnected.

Section 1—Elaborates on assurance, and describes briefly how the COBIT 5 principles can be applied to assurance-specific needs. This section provides the reader with a conceptual baseline that will be followed throughout the rest of the publication.

Section 2A—Elaborates on using COBIT 5 enablers for governing and managing assurance. Governance of enterprise IT, which includes an assurance activity, is systemic and supported by a set of enablers. In this section, the assurance function perspective on how to apply the COBIT 5 enablers is elaborated on, i.e., all COBIT 5 enablers required to have an effective and efficient assurance function and provisioning are explained. Detailed guidance regarding these enablers is provided in appendix B.

Section 2B—Elaborates on providing assurance over COBIT 5 enablers. In this section, the assessment perspectives on how to provide/obtain assurance over COBIT 5 enablers (Processes, Organisational Structures, Information, etc.) are elaborated. This section also includes a generic audit/assurance programme based on COBIT 5.

Section 3—Discusses the relationship between COBIT 5 and relevant auditing standards and practices

Appendix A—Glossary

Appendix B—Detailed guidance on the seven COBIT 5 enablers for governing and managing assurance
- B.1—Detailed guidance on the Principles, Policies and Frameworks enabler
- B.2—Detailed guidance on the Processes enabler
- B.3—Detailed guidance on the Organisational Structures enabler
- B.4—Detailed guidance on the Culture, Ethics and Behaviour enabler
- B.5—Detailed guidance on the Information enabler
- B.6—Detailed guidance on the Services, Infrastructure and Applications enabler
- B.7—Detailed guidance on the People, Skills and Competencies enabler

Appendix C—Detailed description of core assurance processes

Appendix D—Example audit/assurance programmes, supporting the provisioning of assurance over the COBIT 5 enablers. These programmes are based on the generic audit/assurance programme described in section 2B.

6. Prerequisite Knowledge

COBIT 5 for Assurance builds on COBIT 5. Most key concepts of COBIT 5 are repeated and elaborated on in this publication, making it a fairly standalone book—in essence, not requiring any prerequisite knowledge. However, an understanding of COBIT 5 at the foundation level will accelerate comprehension of this publication.

Should readers wish to know more about COBIT 5 concepts beyond what is required for assurance purposes, they are referred to the COBIT 5 framework publication.

COBIT 5 for Assurance also refers to the COBIT® 5 Process Assessment Model (PAM): Using COBIT® 5 and the COBIT 5 process details described therein. If readers wish to know more about the process capability assessment approach, they are referred to the COBIT Assessment Programme guides.1

1 Links to the COBIT Assessment Programme guides can be found at www.isaca.org/cobit-assessment-programme
SECTION 1. ASSURANCE

CHAPTER 1
ASSURANCE DEFINED

Assurance means that, pursuant to an accountability relationship between two or more parties, an IT audit and assurance professional may be engaged to issue a written communication expressing a conclusion about the subject matters to the accountable party.

Assurance refers to a number of related activities designed to provide the reader or user of the report with a level of assurance or comfort over the subject matter. For example, assurance engagements could include support for audited financial statements; assessment of value provided by IT to the enterprise; reviews of controls; compliance with required standards and practices; and compliance with agreements, licences, legislation and regulations.

Formal standards such as ISACA’s Information Technology Assurance Framework (ITAF), Institute of Internal Auditor’s (IIA) International Professional Practices Framework (IPPF) and the American Institute of Certified Public Accountants’ (AICPA) Statement on Standards for Attestation Engagements (SSAE) No. 16 exist and may be referenced, but in this publication assurance also covers evaluation activities not governed by internal and/or external audit standards.

An assurance initiative consists of five components, as illustrated in figure 4. Each of those components is described in further detail in the following subsections.

Figure 4—Assurance Components

1.1 Three-party Relationship

An accountable party is the individual, group or entity (auditee), usually involving management, that is ultimately responsible for subject matter, process or scope. An assurance engagement involves two other parties:

- Depending on the circumstances, the user could include a variety of stakeholders, such as shareholders, creditors, customers, the board of directors, the audit committee, legislators or regulators. For some types of assurance activities, the auditee and the user can be identical, e.g., IT management.
- The assurance professional (auditor) is the person who has overall responsibility for the performance of the assurance engagement and for the issuance of the report on the subject matter.
In conducting an assurance assignment, an accountability relationship exists amongst the three parties. The accountability relationship is a prerequisite for an assurance engagement, and it exists when one party (the auditee) is responsible to another party (the user) for a subject matter, or voluntarily chooses to report to another party on a subject matter. The accountability relationship may arise as a result of an (contractual) agreement or legislation, or because a user can be expected to have an interest in how the accountable party has discharged its responsibility for a subject matter.

1.2 Subject Matter

Subject matter is the specific information, practices or controls, such as any of the seven COBIT 5 enablers, that are the subject of an audit and assurance professional’s review, examination and report. This subject matter can include the design or operation of internal controls and management practices over any aspect of the enterprise, or compliance with privacy practices or standards or specified laws and regulations.

1.3 Suitable Criteria

Criteria are the standards and benchmarks, such as COBIT 5, used to measure and present the subject matter and against which the practitioner evaluates the subject matter.

Criteria can be formal or less formal. There can be different criteria for the same subject matter. Suitable criteria are required for reasonably consistent evaluation or measurement of a subject matter within the context of professional judgement. Suitable criteria must have the necessary information quality goal attributes as defined in the COBIT 5 Information model, in particular:

- **Objectivity**—Criteria should be free from bias.
- **Measurability**—Criteria should permit reasonably consistent measurements, qualitative or quantitative, of subject matter.
- **Understandability**—Criteria should be communicated clearly and not be subject to significantly different interpretations by intended users.
- **Completeness**—Criteria should be sufficiently complete so that those relevant factors that would alter a conclusion about the subject matter are not omitted.
- **Relevance**—Criteria should be relevant to the subject matter.

Where criteria are established by management, assurance professionals must ensure that the scope covers what would normally be considered appropriate based on generally accepted definitions of the scope of the subject matter, or identify any scope limitations in their reports.

1.4 Execution

When undertaking an assurance activity, the audit and assurance professional eventually executes the assignment by following a structured approach, dependent on other enablers, to reach a conclusion on the evaluation of the subject matter.

1.5 Conclusion

The process of evaluating the results of audit or assurance testing, after confirmation, to arrive at conclusions and recommendations can be complex. What appears to be a problem may, in fact, be the effect of a problem, not the cause. Therefore, it is important for the audit and assurance professional to follow the conclusion process, from confirming facts with key individuals in the areas being audited to determining root causes. The individual findings can then be used to provide examples that support higher-level analysis:

- Developing various scenarios leading to potential recommendations
- Selecting an appropriate recommendation that is practical and achievable
- Identifying steps necessary to ensure buy-in of key stakeholders

Indeed, audit and assurance professionals should obtain an adequate understanding of the subject matter and its business environment. They should see the bigger picture, link the impact of the issues/findings to the overall organisational strategic goals and objectives to tell the ‘the story behind the story’, and communicate value insights. Executives are not very interested in knowing the observations; they need to understand the insights behind the findings.
Recommendations resulting from the conduct of audit and assurance engagements may be reported in a separate report, not as part of the audit or assurance report. The recommendations—which, as part of the reporting process require review and agreement by management and the auditee or other stakeholders—should be presented in a clear, concise and actionable manner. Reports to senior management and executives should address issues and concepts, with detailed audit findings used as illustrations of the issue, problem or result. Reports to middle and line management should contain the same information, but with a different level of detail, to allow them to fully understand the issue and handle the problem. Where appropriate, recommendations should include provision for timely monitoring and follow-up.

1.6 The Assurance Process

The assurance process includes the four components described previously in subsections 1.2 through 1.5, i.e., it defines a scope relating to the subject matter, it sets suitable criteria based on a sound reference model, and it executes the assignment, after which it issues a conclusion to the user. This is also depicted in figure 3.

The assurance process is defined in detail in section 2B of this publication.