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Computer Aided Fraud Prevention and Detection—A Step-by-step Guide, as its name suggests, is a practical guide to understanding and using computer-aided audit tools and techniques (CAATTs) to detect and prevent frauds by understanding, acquiring, working on and analyzing data, and understanding the results. It is a how-to guide as well as a useful reference book for those interested in improving their ability to use data extraction and analysis tools for intelligent detection and prevention of frauds—with known as well as unknown symptoms—across different fractional areas of business in a variety of settings.

With the growing use of computerized accounting and digital records, sifting through information and auditing it have become onerous tasks. Most auditors and antifraud professionals use computer-aided techniques and programs, but their use is limited and they are not able to make use of their full potential. This book provides rich illustrations and case studies, which provide useful pointers to minimize effort and increase effectiveness of audits.

The book is more focused on controls and internal audit for fraud detection and prevention across the different functional areas including purchase, inventory, stores, production, product and service delivery, billing, credit recovery, and cash management. The use of a judicious mix of cases across different industries and segments, through illustrations, gives the book a broad perspective and makes it appealing to readers from different business and industry segments.

The logical approach of the book, along with the useful appendices, will help even beginners in a newly formed fraud audit department to plan and implement a fraud prevention and detection framework in their organization. At the same time, the case studies and analysis provide insight to experts to enhance the usefulness and value of their audits. The book also covers practical examples of the use of Benford’s Law for detecting unknown fraud, and has a chapter that deals with statistical sampling and quality assurance to improve the quality and effectiveness of audits.

The book, by providing a variety of situations in different settings, if used properly, can help readers to develop techniques appropriate to their given settings and make intelligent use of CAATTs to detect and, if not prevent, at least cut frauds short, before they grow to alarming proportions within the organization.

The increased audit quality, focus on materiality, improved efficiency and effectiveness, and better planning that result from an intelligent use of CAATTs will help reveal the undetected. Thus, Computer Aided Fraud Prevention and Detection is a useful addition to the repertoire of the audit and assurance professional.

EDITOR’S NOTE

Computer-Aided Fraud Prevention & Detection: A Step-by-step Guide is available from the ISACA Bookstore. For information, see the ISACA Bookstore Supplement in this Journal, visit www.isaca.org/bookstore, e-mail bookstore@isaca.org or telephone +1.847.660.5650.