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LEARNING OBJECTIVES

The learning objectives of this case include the following:
• Identify and understand the COBIT principles relating to the governance of IT, risk assessment and IT value.
• Understand how organisational dynamics affect the achievement of best-practice governance, risk and value objectives.
• Identify root-cause issues, analyse alternatives and recommend viable solutions.

INTRODUCTION

City Medical Partners serves the community with two major teaching hospitals, a cancer treatment centre, a highly rated medical school and one of the foremost medical research institutions.

The organisation has experienced exponential growth in all of its areas. The chief executive officer (CEO) recently replaced the former chief information officer (CIO) with a new CIO to manage this growth.

Key business needs include:
• Recent health insurance legislation requiring the use of automated medical records
• Increased patient volumes
• New health programmes
• Lower government reimbursements leading to the need to look for more donations from foundations/benefactors

BACKGROUND

Company
City Medical Partners is a non-profit health organisation and parent to five operating units:
• City Medical Centre—A teaching hospital with an advanced life support and trauma centre
• City Medical Cancer Centre—A dedicated cancer treatment and research unit
• City Medical Kids Centre—A dedicated children’s teaching hospital
• City Medical School—A medical school to support the clinical teaching process
• City Medical Research—A dedicated facility for advanced medical research

Industry
The medical provider and education industry has been undergoing major change. Recent US health insurance legislation requires the use of automated medical records throughout hospitals. Increased patient volumes are expected by medical institutions as the uninsured become insured through new programmes. At the same time, there is hope that there will be some relief from the uninsured utilising emergency rooms for primary patient care.

The hospitals and medical school operate at a loss each year due to government medical programme reimbursements below cost of service, requiring the institutions to supplement their operational income with donations from foundations/benefactors.

Research is financed through government research grants, private industry contributions and donations from private foundations/benefactors.

Key Players
The key player is Jim Foley, CIO. Refer to appendix A for the organisation chart.

ISSUE

Jim Foley is the newly appointed CIO. Because there are numerous organisations with varying business focuses, Jim needs to understand the organisation and governance functions. In his prior position, he had adopted COBIT and had developed a strong working relationship with the previous organisation’s IT audit function. He believes that the most effective way to approach the management of this diverse organisation is to utilise COBIT and its best practices.
**Decision to Be Made**

In an interview with Jim, he has requested that you:

- Perform a risk assessment.
- Recommend how to implement a function that allows for the effective governance of IT.
- Recommend how he can reorganise the IT function.

To fully understand Jim’s needs, the transcript of his interview follows as appendix B.

Each of the principals identified in appendix A was interviewed. Their transcripts are provided in the subsequent appendices. The interviewer is a fellow auditor.

Your assignment is to respond to the three requests from Jim. Your instructor will define the presentation requirements.
APPENDIX A. CITY MEDICAL PARTNERS—ORGANISATION CHART

Figure 1—City Medical Partners Organisation Chart
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Many ISACA publications contain detailed assessment questionnaires and work programs. Please visit www.isaca.org/bookstore or e-mail bookstore@isaca.org for more information.

FRAMEWORKS AND MODELS

• The Business Model for Information Security, 2010
• COBIT® 4.1, 2007
• Enterprise Value: Governance of IT Investments, The Val IT™ Framework 2.0, 2008
• The Risk IT Framework, 2009

BMIS-related Publication
• An Introduction to the Business Model for Information Security, 2009

COBIT-related Publications
• Aligning COBIT® 4.1, ITIL V3 and ISO/IEC 27002 for Business Benefit, 2008
• Building the Business Case for COBIT® and Val IT™: Executive Briefing, 2009
• COBIT® and Application Controls, 2009
• COBIT® Mapping: Mapping of CMMF for Development V1.2 With COBIT® 4.0, 2007
• COBIT® Mapping: Mapping of FFIEC With COBIT® 4.1, 2007
• COBIT® Mapping: Mapping of ITIL V3 With COBIT® 4.1, 2008
• COBIT® Mapping: Mapping of ITIL With COBIT® 4.0, 2007
• COBIT® Mapping: Mapping of NIST SP800-53 With COBIT® 4.1, 2007
• COBIT® Mapping: Mapping of PMBOK® With COBIT® 4.0, 2006
• COBIT® Mapping: Mapping of SEI’s CMM® for Software With COBIT® 4.0, 2006
• COBIT® Mapping: Mapping of TOGAF 8.1 With COBIT® 4.0, 2007
• COBIT® Quickstart™, 2nd Edition, 2007
• COBIT® User Guide for Service Managers, 2009
• Implementing and Continually Improving IT Governance, 2009
• IT Assurance Guide: Using COBIT®, 2007
• SharePoint® Deployment and Governance Using COBIT® 4.1: A Practical Approach, 2010

Risk IT-related Publication
• The Risk IT Practitioner Guide, 2009

Val IT-related Publications
• The Business Case: Using Val IT™ 2.0, 2010
• Enterprise Value: Getting Started With Value Management, 2008
• Value Management Guidance for Assurance Professionals: Using Val IT™ 2.0, 2010

ACADEMIC GUIDANCE

• IT Governance Using COBIT and Val IT material:
  – Student Book, 2nd Edition
  – Caselets, 2nd Edition and Teaching Notes
  – TIBO Case Study, 2nd Edition and Teaching Notes (Spanish translation also available)
  – Presentation, 2nd Edition (35-slide PowerPoint presentation on COBIT)
  – Caselets, 3rd Edition and Teaching Notes
  – City Medical Partners Case Study, 3rd Edition and Teaching Notes
EXECUTIVE AND MANAGEMENT GUIDANCE

- An Executive View of IT Governance, 2008
- Information Security Governance—Top Actions for Security Managers, 2005
- IT Governance Domain Practices and Competencies:
  - Governance of Outsourcing, 2005
  - Information Risks: Whose Business Are They?, 2005
  - IT Alignment: Who Is in Charge?, 2005
  - Measuring and Demonstrating the Value of IT, 2005
  - Optimising Value Creation From IT Investments, 2005
- IT Governance and Process Maturity, 2008
- IT Governance Roundtables:
  - Defining IT Governance, 2008
  - IT Staffing Challenges, 2008
  - Unlocking Value, 2009
  - Value Delivery, 2008
- Managing Information Integrity: Security, Control and Audit Issues, 2004
- Understanding How Business Goals Drive IT Goals, 2008
- Unlocking Value: An Executive Primer on the Critical Role of IT Governance, 2008

PRACTITIONER GUIDANCE

- Audit/Assurance Programs:
  - Change Management Audit/Assurance Program, 2009
  - Generic Application Audit/Assurance Program, 2009
  - Identity Management Audit/Assurance Program, 2009
  - IT Continuity Planning Audit/Assurance Program, 2009
  - Network Perimeter Security Audit/Assurance Program, 2009
  - Outsourced IT Environments Audit/Assurance Program, 2009
  - Security Incident Management Audit/Assurance Program, 2009
  - Systems Development and Project Management Audit/Assurance Program, 2009
  - UNIX/Linux Operating System Security Audit/Assurance Program, 2009
  - z/OS Security Audit/Assurance Program, 2009
- Cybercrime: Incident Response and Digital Forensics, 2005
- Enterprise Identity Management: Managing Secure and Controllable Access in the Extended Enterprise Environment, 2004
- Information Security Career Progression Survey Results, 2008
- Information Security Harmonisation—Classification of Global Guidance, 2005
- IT Control Objectives for Basel II, 2007
- OS/390—z/OS: Security, Control and Audit Features, 2003
- Peer-to-peer Networking Security and Control, 2003
- Security Awareness: Best Practices to Serve Your Enterprise, 2005
- Security Critical Issues, 2005
- Stepping Through the InfoSec Program, 2007
- Stepping Through the IS Audit, 2nd Edition, 2004
• Technical and Risk Management Reference Series:
• Top Business/Technology Survey Results, 2008
• White Papers:
  – New Service Auditor Standard: A User Entity Perspective, 2010
  – Securing Mobile Devices, 2010
  – Social Media: Business Benefits and Security, Governance and Assurance Perspectives, 2010