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Tampa Bay Office Furniture Inc.

Tampa Bay Office Furniture Inc. (TBOF) is a publicly held company that manufactures office furniture. The company has two sales offices and a manufacturing plant in the Tampa Bay area. The company has an IBM AS/400 based accounting system that was implemented three years ago. The system was developed in-house. Internally, the company has installed a Novell network that connects all employee desktop computers to the AS/400 system. You are part of the IT audit team in the audit firm performing the independent audit of TBOF. You have been assigned to review and evaluate the IT general controls over:

- Access to the system
- Program change procedures
- Computer operations

As part of the audit process, you have interviewed various personnel in TBOF’s computer department, beginning with Mr. David Smith who is the manager of the IT department at TBOF. You have also observed personnel performing their regularly assigned duties and reviewed systems documentation and logs. Based on your interviews, observations and review of documentation, you have compiled a set of ‘audit notes’.

**Required**

1. Construct an internal control questionnaire (ICQ) containing questions for each of the three areas (access, program changes, operations), drawing from COBIT. Indicate the COBIT detailed control objective (e.g., PO1.1) relating to each ICQ question. The questions should be framed such that a ‘yes’ answer indicates a control strength and a ‘no’ answer signifies a control weakness. Only include questions that apply to the TBOF scenario.

2. For each of your questions, answer ‘yes’ or ‘no’ based on the information available in your audit notes. A ‘yes’ answer indicates a control strength and a ‘no’ answer indicates a control weakness. Note that some of the information in the audit notes may be irrelevant to constructing the ICQ. Also, for each ICQ question, indicate the audit note number relating to the question and the audit test(s) that should be undertaken to verify the ‘yes’ answers, i.e., to confirm that the control is operating properly. You may use the sample ICQ in this publication on page 8 as a model.

**Audit Notes**

1. Observed that the AS/400 system is housed in a secure area on the third floor of TBOF’s corporate office. Access to the computer room is controlled by an electronic card-key system. All entries to and exits from the computer room are logged. There is a Halon gas system installed that is automatically triggered in the event of smoke or fire.

2. In the initial interview with Mr. Smith, he indicated that the IT department was organised in the following sub-areas: systems administration, security, programming, testing and operations. There are 11 employees within the IT department.

Audit notes 3 through 25 and the sample ICQ have been removed from this sample.
ISACA Professional Guidance Publications

Many ISACA publications contain detailed assessment questionnaires and work programmes that provide valuable guidance. Please visit www.isaca.org/bookstore or e-mail bookstore@isaca.org for more information.

Frameworks and Model
- Business Model for Information Security, 2010
- COBIT® 4.1, 2007
- Enterprise Value: Governance of IT Investments: The Val IT™ Framework 2.0, 2008
- The Risk IT Framework, 2009

COBIT-related Publications
- Aligning COBIT® 4.1, ITIL V3® and ISO/IEC 27002 for Business Benefit, 2008
- Building the Business Case for COBIT® and Val IT™: Executive Briefing, 2009
- COBIT® and Application Controls, 2009
- COBIT® Mapping: Mapping of CMMI® for Development V1.2 With COBIT® 4.1, 2011
- COBIT® Mapping: Mapping of FFEIC With COBIT® 4.1, 2010
- COBIT® Mapping: Mapping of ISO 20000 With COBIT® 4.1, 2011
- COBIT® Mapping: Mapping of PMBOK® With COBIT® 4.0, 2006
- COBIT® Mapping: Mapping of SEI’s CMM® for Software With COBIT® 4.0, 2006
- COBIT® Mapping: Mapping of TOGAF 8.1 With COBIT® 4.0, 2007
- Implementing and Continually Improving IT Governance, 2009

Risk IT-related Publication
- The Risk IT Practitioner Guide, 2009

Val IT-related Publications
- Enterprise Value: Getting Started With Value Management, 2008
- The Business Case Guide: Using Val IT™ 2.0, 2010
- Value Management Guidance for Assurance Professionals: Using Val IT™ 2.0, 2010

Academic Guidance
IT Governance Using COBIT® and Val IT™ material:
- Caselets, 2nd Edition and Teaching Notes, 2007
- TIBO Case Study, 2nd Edition and Teaching Notes, 2007 (Spanish translation also available)
- Presentation, 2nd Edition, 2007 (35-slide PowerPoint deck on COBIT)
- Caselets, 3rd Edition and Teaching Notes, 2010
- City Medical Center Case Study. 3rd Edition and Teaching Notes, 2010
- Tampa Bay Office Furniture Inc. and Teaching Notes, 2011
Academic Guidance cont.
Information Security Using the CISM® Review Manual and BMISTM material:
• Caselets, 2010
• More 4Less Foods Case Study, 2010
• Teaching Notes, 2010

Executive and Management Guidance
• An Executive View of IT Governance, 2008
• An Introduction to the Business Model for Information Security, 2009
• Board Briefing on IT Governance, 2nd Edition, 2003
• Creating a Culture of Security, 2011
• Information Security Governance—Top Actions for Security Managers, 2005
• ITGI Enables ISO/IEC 38500:2008 Adoption, 2009
• IT Governance and Process Maturity, 2008
• IT Governance Domain Practices and Competencies:
  – Governance of Outsourcing, 2005
  – Information Risks: Whose Business Are They?, 2005
  – IT Alignment: Who Is in Charge?, 2005
  – Measuring and Demonstrating the Value of IT, 2005
  – Optimising Value Creation From IT Investments, 2005
• IT Governance Roundtables:
  – Defining IT Governance, 2008
  – IT Staffing Challenges, 2008
  – Unlocking Value, 2009
  – Value Delivery, 2008
• Global Status Report on GEIT 2011, 2011
• Managing Information Integrity: Security, Control and Audit Issues, 2004
• Understanding How Business Goals Drive IT Goals, 2008
• Unlocking Value: An Executive Primer on the Critical Role of IT Governance, 2008

Practitioner Guidance
• Audit/Assurance Programs:
  – Apache™ Web Services Server Audit/Assurance Program, 2010
  – Change Management Audit/Assurance Program, 2009
  – Cloud Computing Management Audit/Assurance Program, 2010
  – Crisis Management Audit/Assurance Program, 2010
  – Generic Application Audit/Assurance Program, 2009
  – Identity Management Audit/Assurance Program, 2009
  – Information Security Management Audit/Assurance Program, 2010
  – IT Continuity Planning Audit/Assurance Program, 2009
  – Microsoft® Internet Information Services (IIS) 7 Web Services Server Audit/Assurance Program, 2011
  – Microsoft® SQL Server® Database Audit/Assurance Program, 2011
  – Mobile Computing Security Audit/Assurance Program, 2010
  – MySQL™ Server Audit/Assurance Program, 2010
  – Network Perimeter Security Audit/Assurance Program, 2009
  – Outsourced IT Environments Audit/Assurance Program, 2009
  – Security Incident Management Audit/Assurance Program, 2009
  – Social Media Audit/Assurance Program, 2011
  – UNIX/Linux Operating System Security Audit/Assurance Program, 2009
  – VMWare® Server Virtualization Audit/Assurance Program, 2011
Practitioner Guidance cont
- Windows Active Directory Audit/Assurance Program, 2010
- z/OS Security Audit/Assurance Program, 2009
- Cybercrime: Incident Response and Digital Forensics, 2005
- Enterprise Identity Management: Managing Secure and Controllable Access in the Extended Enterprise Environment, 2004
- Information Security Career Progression Survey Results, 2008
- Information Security Harmonisation—Classification of Global Guidance, 2005
- IT Control Objectives for Basel II, 2007
- IT Control Objectives for Cloud Computing: Controls and Assurance in the Cloud, 2011
- OS/390—z/OS: Security, Control and Audit Features, 2003
- Peer-to-peer Networking Security and Control, 2003
- Security Awareness: Best Practices to Serve Your Enterprise, 2005
- Security Critical Issues, 2005
- SharePoint® Deployment and Governance Using COBIT® 4.1: A Practical Approach, 2010
- Stepping Through the IS Audit, 2nd Edition, 2004
- Stepping Through the InfoSec Program, 2007
- Technical and Risk Management Reference Series:
- Top Business/Technology Issues Survey Results 2011, 2011
- Top Business/Technology Survey Results, 2008
- White Papers:
  - Data Analytics—A Practical Approach, 2011
  - Data Leak Prevention, 2010
  - Electronic Discovery, 2011
  - Leveraging XBRL for Value in Organizations, 2011
  - New Service Auditor Standard: A User Entity Perspective, 2010
  - Securing Mobile Devices, 2010
  - Social Media: Business Benefits and Security, Governance and Assurance Perspectives, 2010
  - Sustainability, 2011
  - Virtualization: Benefits and Challenges, 2010